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E.SUN Bank Personal Internet Banking and Mobile Banking Services Agreement
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Personal Internet Banking and Mobile Banking services. After consulting the Bank, the Applicant
agrees to the following terms and conditions, which the Applicant has reviewed thoroughly and
understands completely (at least five days have been granted for review). Future adjustments of
service items or phased introduction of certain items are subject to the Bank's regulations at the time.
The Bank will announce such information directly on the automated service system, without

additional notice to the Applicant nor additional written agreements.
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Article 1 (Banking Information)
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I. Name of bank: E.SUN Bank

Z ~24 ) EEEZRE & (02)21821313

I1. 24-hour customer service hotline: (02)21821313

= ~ 33 https://ebank.esunbank.com.tw

I11. Website: https://ebank.esunbank.com.tw
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IV. Address: No. 115, Sec. 3, Minsheng East Road, Songshan District 105, Taipei
I~ ®E B (02)27126613

V. Fax number: (02)27126613

A RAFETIRR TP NILAFFTRL TRETIF AT -
VI. Bank e-mail: The message left by the Applicant on the Visitor Message Board on E.SUN
Bank official website.
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Article 2 (Applicability)
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I. The Agreement serves as a common agreement for Personal Internet Banking and Mobile Banking

services in general. It applies to all services offered under the Agreement unless specifically arranged

otherwise.
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II. No other service agreements separately arranged between the Applicant and the Bank shall


https://ebank.esunbank.com.tw/
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contradict the terms of the Agreement. However, special arrangements that offer more protection to
the Applicant may supersede the terms and conditions stated herein.
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III. Any ambiguities conveyed by the terms of the Agreement shall be interpreted in the way that
best reflects the Applicant's best interests.
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Article 3 (Definitions)

-~ TRARRAFFEAFHRER ) (THEIMRE) 2 GBS 76 EE 5 R
BEER RN A FRAT A1 0 TV ERPER FrR KL T &I

L. "Personal Internet Banking and Mobile Banking services" (hereinafter referred to as the “Services”):

Various financial services offered by the Bank that the Applicant can access from the Applicant's

computer or mobile device through an Internet connection with the Bank, without visiting the Bank

in person.
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II. "Electronic documents : Any text, audio, image, video, symbol, or other type of data transmitted

by the Bank or by the Applicant over the Internet, which has been arranged in electronic or other not

directly recognizable format, but that can be processed electronically to convey meaning.
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II1. "Digital signature": The process of converting electronic documents into a certain length of digital

information using mathematical algorithms or other methods, and encrypting them with the

signatory's private key. The digitally signed message can be authenticated using a public key.
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I'V. "Certificate": Electronic data that contains information of how a digital signature is to be validated;

used to verify the signatory's identity and qualification.
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V. "Private key": The part of paired digital data retained by the signatory; this digital data is used for

producing digital signatures.
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VI. "Public key": The part of paired digital data that is public; this digital data is used to validate

digital signatures.
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VIIL. "SMS OTP": When the Applicant makes a specific transaction or applies for settings, the Bank's

system will automatically send a One Time Password (OTP) via SMS (text message) (hereinafter,
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“SMS OTP”) to the Applicant’s mobile phone number, ensuring the safety of online transactions (the
transaction authentication code is randomly generated every time and only effective for one time).
The SMS OTP transaction mechanism shall be based on the regulations on the Bank’s website.
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VIII. "Voice OTP": When the Applicant makes a specific transaction or applies for settings, the Bank's

system will automatically send a One Time Password via a phone call (hereinafter, “Voice OTP”) or

other methods to the Applicant’s registered mobile phone number, ensuring the safety of online

transactions (the transaction authentication code is randomly generated every time and only effective

for one time).
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IX. "Mobile device": Includes but is not limited to equipment with telecommunications and Internet

access functions, such as smart phones and tablet PCs.
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X. "Mobile application" (hereinafter “app”): Refers to apps installed on mobile devices.
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XI. "Fast login": Refers to the Applicant's use of built-in verification methods for a bound mobile

device, such as numeric passwords, graphical passwords, fingerprints, or facial recognition

(applicable login method depending on Applicant's mobile device and OS version), to log into Mobile

Banking.
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XII. "E.SUN Mobile Banking verification": Refers to the Applicant completed identity verification

with binding mobile devices.
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XIII. "Digital Account": Refers to the TWD and foreign currency accounts opened online by the

Applicant.

Lo T IRIR/ATM B3 a5 | g 2 9ARAF AR RS P L %REL D 2 94 p FTRTL%
BB RIFEERABES S lﬁﬁﬁ*%”w v DA PRI HREH MEE B

ﬁrﬁ W8T 2 QR Code 7245 ° % B BBH/T * 3 b § TR JRIE - HH 5 2% o

XIV. "At the counter/ ATM verification PIN": Refers to the verification PIN set by the Applicant after

the Applicant completes identity verification at the counter of the Bank in person, or the verification

PIN set by the Applicant after the Applicant completes verification with an IC ATM card at a Bank

ATM, or the verification PIN as a QR Code shown at a Bank ATM. The verification PIN may be used

to activate the online services of the Bank, but is limited to one use only.
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XV. "Video Conference Service": Refers to the Applicant using mobile devices (including but not
limited to devices with communications and Internet connections, such as smartphones or tablet
computers) to establish a connection with the Bank over the Internet, and the Bank verifies the identity
of the Applicant and provides financial services via video conferencing.
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XVI. "SIM card verification": When the Applicant makes a specific transaction or application, the
Bank will verify the consistency of the SMS OTP provided to the Bank by the Applicant and the
phone number of the SIM card in the mobile device held by Applicant over the internet with 4G/5G

signal.
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XVII. "Mobile Banking OTP": When the Applicant makes a specific transaction or application, the
Bank's system will automatically send a One Time Password via mobile devices which have been
bound, ensuring the safety of online transactions (the transaction authentication code is randomly
generated every time and only effective for one time).
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Article 4 (Website and App Verification)
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I. The Applicant shall verify the correct URL of the webpage for the Services:
https://ebank.esunbank.com.tw, or that the E.SUN Mobile Banking app is downloaded from the
correct location on the Bank's official website before using the Services. For inquiries, please call the
E.SUN Customer Service Center: (02) 21821313.
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1. The Bank shall inform the Applicant of the risk of using the Services in a way that the average
person can understand.
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I1l. The Bank shall exercise due diligence in managing the correctness and security of website
information. The Bank shall also be on the lookout for fake webpages and apps to prevent losses to
the Applicant.
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Article 5 (Service Items)
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I. The Applicant agrees that the Services include but are not limited to inquiries, transactions, settings,
and changes relating to deposits, credit cards, loans, wealth management, foreign exchange, and
customized services, and that service content shall be based on announcements on the Bank's website.
The Bank shall ensure the correctness of information on specific services provided within the Services.
The Bank's obligations to the Applicant shall be no less than these services.
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I1.The Applicant understands that the Services are online services that are completed once provided,
and that Article 19, Paragraph 1 of the Consumer Protection Act on rescinding the contract is not
applicable.
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I11. The Applicant must submit a separate appllcatlon to the Bank and give his/her approval before
using certain services.
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Article 6 (Internet Connection)
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I. The Bank and the Applicant both agree to transmit and receive electronic documents over the
Internet.
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Il. The Bank and the Applicant shall establish service agreements with their respective Internet
service providers to secure their own rights and obligations; both parties shall bear their own expenses
incurred for accessing the Internet.
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Article 7 (Receiving and Responding to Electronic Documents)
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I. Upon receiving the electronic signature or electronic document agreed upon by the Bank and the

Applicant as a proper means of identification, the Bank shall prompt for the Applicant's confirmation

by displaying key information on the webpage (except for inquiries) before proceeding with

verification and execution. The results of the verification and execution shall be notified to the

Applicant by e-mail.
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I1. In circumstances where the Bank or the Applicant is unable to determine the identity or the content
of electronic documents sent by the other party, the electronic documents shall be considered to have
never been sent in the first place. However, if the Bank is able to confirm the identity of the Applicant,
the Bank shall notify the Applicant, by e-mail, phone call, or other methods, of the fact that the content
cannot be identified.
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Article 8 (Non-execution of Electronic Documents)
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The Bank may refuse to execute an incoming electronic document if it meets any one of the following
descriptions:
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I. Where the Bank has reasonable doubt as to the authenticity of the electronic document or the
correctness of the instructions.
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I1. Where the Bank might be at risk of violating laws or regulations should it choose to process the
electronic document.
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I11. Where the Bank is unable to debit from the Applicant's account for the amount payable, for
reasons that are attributable to the Applicant.
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If the Bank refuses to execute instructions on the aforesaid electronic documents, the Bank shall
notify the Applicant via electronic document immediately of the reasons and circumstances of refusal.
The Applicant may verify with the Bank, by e-mail, phone call, or other methods in written format,
after receiving the notice.
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Article 9 (Timeframe for Electronic Document Exchanges)
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I. The Applicant understands that the electronic documents submitted by the Applicant will be

automatically processed by the Bank's computer. The Applicant cannot recall a submitted electronic

document once it has been confirmed by the Applicant according to the method described in Article

7, Paragraph 1. However, the Applicant can recall or amend scheduled transactions that are yet to fall

due, subject to the deadlines specified by the Bank.
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I. If an electronic document is delivered via the Internet to the Bank and arrives in the Bank's

computer systems after business hours (service hours of all items are subject to the announcement on

the Bank's website) or the transaction cannot be completed on the same day due to force majeure, the

Bank shall immediately notify the Applicant by electronic document that the transaction will be

automatically arranged to be processed on the next business day or by other agreed methods.
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I11. The Applicant agrees that the Bank may suspend the Services when the Bank's computer systems

are suspended or during account settlement.
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Article 10 (Charges)
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I. Beginning with the first day of using the Services, the Applicant agrees to pay service fees,

handling charges, and Swift / Mail fees according to the standard rates stipulated by the Bank,

(All related fees please refer to the standard rates on “General Agreement for Account

Opening”) and authorizes the Bank to collect all fees and charges from the Applicant's account.

The Bank may not collect any charges it has not advised the Applicant of.
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II. Any subsequent change to the standard rates mentioned above must be published on the

Bank's website in a clear, visible manner, and notified to the Applicant via e-mail or other

methods (referred to as ""Notice' below).
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III. If the adjustment described in Paragraph 2 results in a higher rate, the Bank shall provide

the Applicant with the option to agree or disagree with the higher rate on its website. If the

Applicant does not advise its agreement before the effective date of adjustment, the Bank may

suspend part or all of the Services offered to the Applicant on the date the adjustment takes

effect. If the Applicant agrees to the rate adjustment after the effective date, the Bank shall
immediately restore the Applicant's access to the Services in accordance with the Agreement.
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IV. The Bank shall issue the above-mentioned announcements and notices at least 60 days

prior to the effective date of the adjustment, which shall not be earlier than the beginning of
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the year following the announcements/notices.
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Article 11 (Installation of Software/Hardware at the Applicant's Side and Associated Risks)
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I. The Applicant shall install all the computer software, hardware, and security-related equipment
required to access the Services. The Applicant shall bear all costs and risks associated with the
installation. The Applicant shall not share mobile devices with others, save the fingerprints or facial
recognition information of others on mobile devices, or arbitrarily breach the security of mobile
devices (such as jailbreaking or rooting), and shall be cautious of hacker attacks to ensure the security
of the mobile devices and account.
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II. Where the software, hardware and documents in Paragraph 1 are provided by the Bank, the Bank
agrees only to use by the Applicant within the scope of the Services, and such software, hardware
and documents shall not be transferred, loaned, or in any other way given to a third party. The Bank
should also describe on its website and in the packaging of the provided software/hardware the
minimum system requirements for running the Services, as well as risks associated with the
software/hardware provided.
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III. The Bank may request that the Applicant return the supplied equipment mentioned above upon

termination of the Agreement, but only if it has been separately arranged under special terms and

conditions.
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Article 12 (Applicant's Connection and Responsibility)
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The Applicant agrees to comply with the Bank's regulations below when using services related to the
Services:
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. The Applicant may apply for access to the Services using any of the following methods:
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(). If the Applicant is the depositor, he/she may directly apply for / reset the general version of

Personal Internet Banking services via at the counter / ATM verification PIN, Voice OTP
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or an IC ATM card and an IC ATM card reader, or reset to the general version of Personal

Internet Banking services through the E.SUN Mobile Banking verification.
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(I1). If the Applicant is a credit card holder, he/she may use his/her credit card information to

apply for the credit card version of Personal Internet Banking services, and may only use

the Services or other agreed services after setting his/her username and password.
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Il. If the Applicant is a depositor, the Applicant may apply for a One Time Password (SMS
OTP ~ Voice OTP or Mobile Banking OTP) using one of the methods:
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The Applicant who applies for SMS OTP must approach the bank in person with ID
card (foreign applicants shall present a valid Alien Resident Certificate (ARC), and
non-natural persons must additionally present an authorized seal); or the Applicant
may use an IC ATM card to apply on the Bank's ATM, or use an IC ATM card and an
IC card reader to apply via Internet Banking; or the Applicant may use an ID card to
apply via Video Conference Service of Mobile Banking app.
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The Applicant may apply for Mobile Banking OTP in the following ways: After
completing Mobile Devices Binding, the procedure may be done through SMS OTP
with SIM card verification, or by applying through E.SUN Bank Facial Recognition.
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(111). Upon successful completion of the application for the SMS OTP by the Applicant,

Voice OTP will also be automatically activated.
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(IV).If the Applicant changes the telephone number specified for the SMS OTP or Voice

OTP service, fraudulently used, stolen or any unauthorized conduct by a third party,
the Applicant shall apply for a change, stop or cancellation with the Bank or via
Internet Banking using a bank card and card reader, or notify the Bank by any other
method as agreed to by the Bank. Prior to the completion of processing of such

application, the Applicant is held accountable for all transactions using the Services
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during the period.
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(V). After five consecutive incorrect entries of the SMS OTP and Voice OTP for the
Services, the system will automatically terminate the user's authority to use SMS OTP
and Voice OTP. The Applicant must then re-apply to the Bank for the SMS OTP
service.
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(VI1).Voice OTP may only be used for authentication for up to five times per day. In the
event the maximum use per day is reached, the system will automatically suspend the
user's access to the Services, and the user will need to wait until the next day to regain
access.
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SIM card verification may only be used for authentication for up to five times per day. In
the event the maximum use per day is reached, the system will automatically suspend the
user's access to the Services, and the user will need to wait until the next day to regain
access.
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When the Applicant logs into the Services via the Internet, the Applicant must enter the correct

ID Number/Unified Business Number, username and user password, or other login methods

provided by the Bank to use the Services.
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The Applicant shall set a 6-15 digit alphanumeric user password for the Services. The password

P

may not be the same as the Applicant's ID Number/Unified Business Number or username and
may not include the last four digits of the Applicants’ phone number or birthday (month and day).
It also cannot be 3 identical English numbers/continuous English characters/serial numbers. The
password may be changed an unlimited number of times, but may not be the same as the original
password.
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After five consecutive incorrect entries of the username or user password for the Services,
or when the service is not activated within 180 days after the counter application, the
system will automatically suspend the user's access to the Services. If the Applicant intends

to use the Services again, the Applicant must apply for the Services using the method

10



VII.

VIIIL.

XI.

113 £ 9 1 5%

announced on the Bank's website.
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If wrong graphical password or numeric password for logging into Mobile Banking is
entered for three consecutive times, the system will automatically cancel the password. To
reactivate the graphical password or numeric password, the Applicant must login using
his/her ID number, username and password to reset it.
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The Applicant is responsible for the safekeeping and confidentiality of self-defined username,
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password of Personal Internet Banking and Mobile Banking services, certificates, private keys,
software/hardware, and other tools sufficient for identification (such as fingerprint recognition,
facial recognition, etc.) provided by the Bank or by the Applicant. In using the built-in login
verification methods of the mobile devices (including but not limited to fingerprint recognition
and facial recognition), the login restrictions and reactivation methods shall be based on the
mobile device's operating system and manufacturer and the user agreement. The Applicant shall
keep the mobile device safe and only enter his/her information in the device. The Applicant shall
bear all damage by stolen if the Applicant fails to fulfill the responsibilities mentioned above for
custody and confidentiality, and the Bank shall not be liable for any compensation.
ZRAE NS FREBI ABARFERFITRE > ARIFE PR G KR E D
VIEER R AATR Y o 2 A Ye T MR Y KIRFE QP ERTE A A RF
Once the Applicant logs in, if the Applicant does not take action for more than five minutes, the
Services will automatically log him/her Applicant out. This is to prevent use by another person.
The Applicant must then log in again to continue using the Services.
ARIF P - BN L Lk - DA BT/ S E ~ R Y - B (Session)f ]2
AEO R -FR G D AN R AT/ B Y - Bl (Session)fy ]2
AR ZHARREATESY - E ﬂ,i—q;{;’uid-s-a,— % )x—‘[g BB o
The Services only allow one ID Number/Unified Business Number to establish one session
during the same period of time. Hence, when a second person attempts to use the same ID
Number/Unified Business Number to establish a session, the Applicant agrees that the Bank may
allow the second person logging in to decide whether or not to automatically log the first person
out.

THAFRAE N mET 0 A EF R AT T o AP BE ITEF R .u'E%TTTi'J’FL?;
7’*?5:‘?’_ :
The Applicant must first log into Mobile Banking before binding it to a mobile device. Other
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operational matters should be in accordance with the following rules:

(F)2HrEvme s s 1 BReEE (&£ 83 Y Android 2 iOS ¥ 432 (78 %
£)-

(). The Applicant may bind a maximum of one mobile device (total count of Android and
iOS mobile devices).

(F)FAER AT I BLLEF /- NP -

(11). Each device may be bound to a maximum of one ID Number/Unified Business Number.

(Z) ez 7d Ky FEER Y FH OTP % & ~ ATM Sk 2% f§ 30 OTP I 3% 4v %% 7 3 8
Fl(4e SIM + 3238) > R (S4F R ¥ (TR F TR B2 LHBIRFE 0 & 7 23 P
HE O el e s RN THEE TR TR E Y 2 LR IXML BEE
AR BRTEPMIR o2 AP FH LR WE o § 7Rk
MIETEALT TR B2 FIRIRIE > AR EATR Y 0 P ERTT TR EE o

(1. The services provided via mobile banking may only be used after binding a mobile device,
which is verified with voice OTP, ATM verification PIN as a QR Code shown at a Bank
ATM, or SMS OTP with enhanced protection mechanism (such as SIM card verification).
Such services include but are not limited to fast login, push notifications, non-designated
account transfer, reservation for cardless withdrawal transaction, application for E.SUN
Bank IXML certificates, and signatures and verification for foreign currency transactions
exceeding the limit. If the Applicant cancels binding to a mobile device, the Bank will
suspend services provided by mobile banking; the Applicant must then bind the mobile

device again to re-access the services.

SO 2R FRAFE IR M TET A ERE T IR
XIl. If the Applicant uses Mobile Banking notification services, the relevant operational matters shall
be handled in accordance with the following rules:
(-)APRBETPDEALAMTEE 2TV S 1 BFAHEE - F L %R
T- BELABFE/MN- B MRS F > o
(I) The Services may only be used after binding a mobile device. The Applicant may bind

=

¥ ¥R

a maximum of one mobile device, and each device may be bound to a maximum of one
ID number/Unified Business Number for account safety.

() i FrpRA 0 5 JR AR % o JF B ETRRR Y PR G T VARG A T e R4k o B
FlEwR f - RRA DB R E AT AR N EEREZ Ll v 2
ARt B 3N (e i~ TR p A E) A T F IR

(I1) Notification services only serve as a reminder, and push notifications will only be received

when Internet access is enabled and the connection is normal. If notifications cannot be
received due to any equipment or network settings, or due to any other issues unforeseeable
by the Bank, the Applicant shall inquire regarding needed services via other methods (e.g.,
Internet Banking, Phone Banking, or ATM).

12
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()%fﬁ&ﬁiﬁ“~*ﬁ%%ﬁ%%wk\ﬁﬁwﬁﬁ@ﬁﬁ%’i@A@éﬁé
WEREAT A TRAAFE R

(1) If the Applicant loses a device, intends to give a device to another as a gift, or intends to
delete Mobile Banking, the Applicant shall cancel the binding via Internet Banking or Mobile
Banking.

L2 ARG FPEMF FR O RTR LAY AR AR AT AL L
= ;\ o ;%— B 2 o

Xl After the Services is terminated, the Applicant must re-apply for the Services online, or
according to other methods announced by the Bank.

L FRERHARSL 2 NG I8 B AFE N ARB BT 7Y AR LARE
Lo i@ myRr ARG

XIV. In order to protect the security of the Applicant’s account, if the Applicant does not log in

to the Services for over 18 months, he/she shall re-verify his/her identity in accordance with the

Bank’s application process to continue using the Services.

LI CEFHMERE AR EHRIRB 2 NAHE AT REZAAMY B R P TR E
ZRFPELHF R ERB-REPFARA (F37FF OTP)2 L B HTRPME F 6 &
u%%bbiliﬁﬂﬁﬁﬁﬁﬁiif%*ﬁ’%ﬁ%%ulﬁi¥;*§*§§?
BHBAEHLA LR ER YL F -

XV. To minimize risks, the Applicant shall make timely password changes. The Applicant is

responsible for safekeeping of the relevant documents, the self-defined username and password,

telephone number specified for receiving SMS OTP (including Voice OTP), and other
identification tools and other login methods agreed upon with or provided by the Bank. The

Applicant is also responsible for preventing any of such identification tools and login methods

from being fraudulently used or stolen, or in any other way used by any third party without the

Applicant’s authorization.

LA OB REEREAS T FORTE  RL LTI MEGHET AR o 4p
MIEEERERE TR TFHL

XVI. The Applicant acknowledges and guarantees that the email address provided to the Bank is used

by the Applicant. The relevant operational matters shall be handled in accordance with the following

rules:

(-) iRz AE  FEERRT I RMECHEIFER AN F LD e
AR T @ e 2 A RIS T AP S

(I) To protect the interest and rights of the Applicant, the Bank may check if the email address
provided is the same as the email address provided by others to the Bank. The Bank may
make inquiries with the Applicant and keep relevant records thereafter.

(C) sRER- QA BEFORFH BRI LI BB HP D #ﬁkmiéﬁii%’
ZHAREMBIRLRE  FRETAFELR I EEREFRE RS
BT RS k- TR P 2D EHRFRS O THELATEFT
S RN A g
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(I1) To ensure that the email address provided by the Applicant to the Bank is able to receive
electronic documents and notifications, the Applicant understands and agrees to click on the
email verification link sent by the Bank in order to complete the procedures to save or update
his/her email address, and to undergo the procedures again to save or update his/her email,

if the aforesaid verification mechanism is not completed before the specified time period.

¥ 12-1 i% (ARFUPRAY)

Article 12-1 (Video Conference Service)

ZHAREF FARNIRIEEE PR ET AR

The Applicant agrees to comply with the regulations below when using the Video Conference Service

of the Bank:

S AP SRk R Y i SRR BT
E2FME AR PR A dfir2 §2)7 &% F [FARNIRIE o 403 B L F 7 ARPRFE S 3
BEEY P MBP R TP AR PR TR A o

I.  The Applicant declares and confirms that no identity falsification through mechanisms such as
pre-recorded videos, constructed masks, or simulated images occurred during video
conferencing, and that he/she is using the Video Conference Service of the Bank after receiving
sufficient information and without being coerced or manipulated. The Applicant who does not
agree to verify his/her identity via the Video Conference Service shall close or immediately
terminate the Video Conference Service.

INZHARERECFBRE T P B 0B ll;ﬁ%x——'ﬁﬁ F/A}”ﬂqvpo%ﬁﬁ-:-
mg: AAFen R F2FHREF LA PHR > 23 L oREL  FEF o7 k2
AL PRFE o

Il.  The Applicant must log into Mobile Banking and upload an image file of his/her ID card in order

/s

to provide identification document to the Bank. The Bank will verify the identity of the Applicant
based on the information provided to the Bank by the Applicant. The Applicant could use the
Video Conference Service of the Bank after the completion of the identity verification.
‘iﬁ‘%ﬁjkiﬁﬁﬁﬂmﬁﬁﬁ%’%F@iﬁ”ﬁ%‘%f~&W§?4**%
B2 (A RFRNIRIFNARTAE L 2975 BT PHREFF TR F AT 32
BEAPMETFRL 9L R A Z A NEAT 0 294 ﬁ’ﬁ izl S
Ill. The Applicant understands and agrees that the Bank may record the process of the Video

I

Conference Service via methods such as photography, voice recording and video recording, and
that the photos, voice recordings and videos represent the Applicant's expressed intentions and
therefore are bound to the Applicant

Eo 2N AR R AR RRASAERET A & FRARRGE ST g2 R fld R 2
AP 7R FRFARNIRIZNG 2 é_ii;}b&é@ﬁ%% LI a2 " PR k2
mELEE FARBHEOA( DT THREH B L2 R

IV. If the Video Conference Service is disconnected or the service connection cannot be established
due to bad network service signals or poor connection quality of the Applicant’s mobile devices,

the Applicant shall be responsible for all network transmission charges generated for using the
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video conference equipment. However, if the Bank's system is responsible for such errors, the
Bank should assist the Applicant to correct the errors and provide any other necessary assistance.

S EAR Y ARG L RILE O M TR AT TR BT B E
s Ak % FEITE o

V. Should disputes occur during Video Conference Services, the Bank will address the disputes

%)

based on the records saved by the Bank computer system, and the Bank reserves the right to

investigate and audit after the incident.

F 12-2 0% (3 L4407 A G FER)

Article 12-2  (E.SUN Bank Facial Recognition)

XA «g (7@ ;‘j_q_ di 4217 A a@.}v%g%gfg LA R A2 A Bé;j‘%j{%;?**i%{\ w2 (7 %ﬁ

EERT P R- PARFHEE UL - A% TR AERE T AR AT

When applying to the Bank for E.SUN Bank Facial Recognition, the Applicant shall use his/her own

facial features to set up the bound mobile device. Each ID Number may only be registered for the

facial features of one person. The Applicant agrees to comply with the following regulations of the

Bank:

- N ZOANERRAFEF L LAFA IR B R AR FSEAB ARG B R AR
GER)AE M BRAFHELLEL - FRHES) UHRE TS RE 2902 A gk
Brg iz gy oo ¥ ﬁ’g‘ FHRIE RS 0 oA A BEFEEITE o

. When registering for E.SUN Bank Facial Recognition through Mobile Banking APP, the
Applicant agrees that the Bank may collect the Applicant’s facial features and photos through
the mobile device (e.g., front camera, etc.) or other external devices (e.g., cameras, scanners,
etc.) by means of photographic recording. The applicant shall meet the detection requirements
before completing the registration of E.SUN Bank Facial Recognition.

S ZHAM R R ARG IR (S WRANFFELRERE I RAF AR AR
™ FORLE PR 1T LR A MR T o

Il.  Upon completion of the E.SUN Bank Facial Recognition registration, the Applicant may use the

identity verification service of the Bank; in addition, the Applicant allows the Bank to use his/her
facial features and photos for the purpose of enhancing facial recognition performance.

CEHERR S A AR Y B E o 2 G BB RET L FHER B G KA A

EEACTOREFR T IO R AL TR AGFERE 0 N (A RARFE o 2 A
AT 2 FH AR Y AGFREEF WAL RO A A2 A S RETHELF
PRI EFAFHIRIEFFTHF 2O AT

I1l. In order to protect the rights and interests of the Applicant in the use of E.SUN Bank Facial

I

Recognition, the Applicant guarantees that the bound mobile device has been set up with the
Applicant's own facial features and that the use of E.SUN Bank Facial Recognition is restricted
to the Applicant after the completion of the registration and activation of E.SUN Bank Facial
Recognition. When the Applicant agrees to the use of E.SUN Bank Facial Recognition on the
bound mobile device, it shall be deemed to be the Applicant's own act or his/her legally

authorized act. The Applicant shall be liable for any damage caused by his/her violation of this
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Article.

AR LS fEANEIRIRE RLAT AR HAT R & p 70 78T AT

V.

hy

sk

VI.

po= ;t i 2T A aé;;fz‘-,g;;?;}i o

The Applicant agrees to cooperate with the Bank's request to update his/her facial features based
on business conditions or to update the facial features by re-registering through Mobile Banking
APP.

ZHARE AGIERE S JoF(F R U N BB R GGG A R
BFORLIR R0 W SRR A B S LTI R A G B ACTORLAR PR ) R P 4 0 el
FE 55 ABpRiBl 2 AR AgrE s kAR T RUBEATEP 0 F KR
REEATLEY F 0 LEAKE A RBETH -

When using E.SUN Bank Facial Recognition, if, for any reason (including but not limited
to the inability of the Applicant to provide clear facial features, change of facial features
after setting them, or recognition not based on the facial features set by the Applicant, etc.),
the Applicant's face cannot be recognized for five consecutive times, the system will
automatically terminate the use of E.SUN Bank Facial Recognition by the Applicant. If the
Applicant wishes to resume the service, he/she will have to re-register. The Bank will
provide the relevant channel to re-collect his/her facial features.
ZHANFERFTEATLY ARIREF PR MRS A B REZ AT Sk N
S BIRBAPRAFTNFIA LD ERTRFHREL  FLFLATRP -

When re-registering for E.SUN Bank Facial Recognition through Mobile Banking APP, if,
for any reason, the Applicant is unable to re-register for five consecutive times due to the
failure of facial recognition, he/she shall log into Personal Internet Banking for verification

with his/her IC ATM card before registering again.

F130F (R X T F AL L)
Article 13 (Designated Account Transfer, Withdrawal, and Amount Limits)

— N

Y

THARY RRBEES NHBREDE ST NERE L REERS L s L T

WE ) g TLX RAEIE | AT

Designated accounts shall be identified by the Applicant prior to using the transfer function of

the Services. TWD transfer functions are divided into those to designated and those to non-

designated accounts.

MR EEE TRk & TR TR RS BT R

Designated accounts for transfers must be designated at the counter or online in advance before

transfer may be made.

(<) 4eF =t TED AT RL AR gt LR S s FRANTRIRE AL
A RTHRE e O PRELF G D A o

(D) If the designated transfer account added online for the first time is an account in another

person’s name, the Applicant must activate the function via counter prior to add transfer

accounts online.
(D) 4eRTH 2 QR A EILL AR S GRS E R RSB Taon

P

¥k
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RS BRI SR RAP A FHIIEORBIETR S F RN R
B R ERESERY
(1) If the added designated account for transfer has the same name as the account with the
Bank, the designation will immediately become effective. If such an account does not
have the same name as the account with the Bank, the designation will become
effective on the second following day. If the designated transfer account is in an
abnormal state such as a warning account, the Bank may refuse the application.
(Z)F-ENEE P EFENVFELIAER R DI A (EApHEELEEFE ) 4
CEER SRR T EE R = FEEILED L3 CE Sl b
(1) The maximum daily outward transfer to each outward-transfer account shall be NT$2
million (calculated in addition to automatic transfer). If the designated transfer- receiving
account is opened with the Bank, arrangements may be separately made at the counter for a
daily limit higher than NT$2 million.
PR LY ERIRTLE L T TR S #4$Pﬁﬁﬂ¢%k’fﬁé#ﬁa%mmﬁ
PRERFLYERI I LTI PBS A v AT AL HRE IS BT RE

[11.  Online access to non-designated account transfer must be activated via counter application

/s

10

or Personal Internet Banking. Furthermore, SMS OTP, verification through the Bank's

bank card and card reader or other verification method agreed with the Bank is also

required to process the transfer.

()42 XAtk L5F T, ¢ AL RS RS LA R FILAS EE Ut ¥
TR ATERCFTAE > 5 p AHHEEZUFLIATENEARTAE -5 AR
BB UL ATE R AE -

Q) If the Applicant’s account is applied via counter application, the limits for “non-
designated account transfers” from a specific account are NTS$50,000 per
transaction, NT$100,000 for the combined transfer amount per day, and
NT$200,000 for the combined transfer amount per month.

()42 HAte e F i gicte e » 225 TR UIFHEL BT G AE S B 2 Fu X e iF

(1)  If the Applicant’s account is a Digital Account, the limits for” non-designated
account transfers” please refer to” Digital Account Opening Special Agreement”.

E) 2 A GRFAHNTERYE > 7 F 7308 Y 532U -

(111)  If the Applicant intends to increase the transfer limit for “non-designated account
transfers”, the Applicant may submit an application online to increase the limit.

AR GFEATFRIRFTIBRERIIEFRTRF F-RRILRFEZUEL
EATERSFAK S-S P AP RERFI UL L EALN S AL 5 -

FRAVREEBUREFE %’:"r%"i‘\:}b,g ~EBaRY ﬁ[w‘tﬁ# VEE - * -t

BAEPAVREEAIUFLSEAENVEI LA F-REF Y PR HEF R

PREME NN R AL

IV. Where the Applicant uses mobile banking to reserve a cardless withdrawal transaction for

cardless withdrawal, the limit on a single withdrawal from each account is the equivalent
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of NT$30,000. The daily combined limit for withdrawals from each account is the
equivalent of NT$30,000. The monthly combined limit for withdrawals from each account
is the equivalent of NT$200,000. Combined with IC ATM card withdrawal, the daily
combined limit for withdrawals from each account is the equivalent of NT$150,000. The

monthly combined limit for withdrawals from each account is the equivalent of
NT$200,000.

5 13-1i% (QRCode i} 7 4= 3%)

Article 13-1  (QR Code Smart Pay)

2HAEF Y 3 QRCode F F A it o }ﬁpﬁﬁ T EIE

The Applicant agrees to comply with the following terms and conditions of the Bank to apply for the
QR code Smart Pay function:

-~ MRIFEUR D RAREH o

I

<

~

/s

These services are only available to natural persons.

28 A% QRCode if FAra IR B H P AR N IBEWALEFE  F B2 S
’ﬂ P £ BUELFE ‘E'L—%(T%- IS E -~ (BRPM PRI/ }/}J %”.’a‘rm VEp &) o
The QR Code Smart Pay service is calculated as part of the spending limit for the bank card; and
the total amount of spending per day per account shall not exceed the equivalent of NT$150,000
(aggregate sum for domestic withdrawals, overseas withdrawals and overseas Smart Pay

transactions)

HNARRMEHZIEIHE > PRI ZHARELR* QRCode i 7 drdia v » 2 A F
b Pay & TWQR 7 2 #95  p » 417 06 o 578 it 17 QRCode i § de -
Agreeing to the terms and conditions of the Agreement shall be deemed as the Applicant
agreeing to use the QR code Smart Pay function, and as the Applicant agreeing to present the
account payment code to process QR code Smart Pay at merchants accepting Taiwan Pay or
“TWQR” signage.

HAM P QRCode i F dears iv > R FH TR I wEETHP > do2 SR EAT
)‘_;;[?r y 7R ,5'%?;‘/{ {ﬁ ,,b)‘-;;(?r FRZ@* °
The Applicant may deactivate the QR Code Smart Pay function via Mobile Banking settings,
and may activate the function in the same place when later needing to use the service.

i —‘ﬁ B Av

Notice for Users

(=) F* QRCode i} B driis s g F T 3 Actk # B fFdedf B2 e 2 RG24 3%

SRS ARTER K E 0 MR REZEE R

(I) As the QR Code Smart Pay function is linked to a deposit account with the Bank, if the
linked account is suspended, frozen, or has an insufficient balance, the Services cannot be
used.

(=) QRCode i ¥ e 7 iv *7T A 112 QRCode F** 5 A4 o £ = TR AR » 4rdg

W B AT A o
(11) The QR code generated by the QR code Smart Pay function must be used to complete the
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payment process at the merchant within five minutes; payment will be unsuccessful if this
time limit is exceeded.

E)zH¥rzgpiia P#E{“K?—f’? BEPRFET o ¥ G B EAm L > TR TR
73K {E‘*ﬁkj ? EFHM o 2 A ENREZ FRITAABFEREYR L
PERFLIFT AT T R I FEPEGBEFEFE T FE R i\i °
weF A 2 ?E’}BWAMKW?+% BEEPRAAT L gk o i P
A2HAFEBERPE R TEFREZAE RFA D L FELT e

(1) The Applicant must apply for a mobile phone barcode on the e-Invoice Platform, and

confirm that the correct device information is entered in the Mobile Banking interface. The
Applicant may present the payment code and simultaneously store the transaction
information via e-invoice at the supporting merchant, or present an e-invoice barcode for the
merchant to scan and store the e-invoice. When inquiry into uniform invoice lottery winnings
is needed, please go to the e-Invoice Platform to make such inquiries and to collect any prizes.
The Applicant shall be responsible for any losses from not being able to collect prizes due to
incorrect use of the mobile phone barcode.

(z)zHripaikLfF %«“%‘Pw*f‘é%ﬁ}% BEFEFAE S RUIRBN F RN T

FEANTE AP FRGLEHE > gk * QRCode i} B Avii i o
:L:—a)i,a FRmihAE 4o g MEZPN B M BPIEIRE

(IV) The Applicant understands and agrees that the Bank may adjust or change the content of
services or terms and conditions based on business needs and actual circumstances. If the
Applicant continues to use the QR Code Smart Pay function following the Bank making any
adjustment or change to the content of services or terms and conditions, such usage shall be
deemed as agreeing to the adjustment. The Applicant must deactivate the service if he/she
does not agree to the terms and conditions.
AT JRET R ArEtiE 7 QRCode /}3 P Ao A E o ’?f’f [ - 81 ‘f 'I?‘/\X/‘Fi

(s z IEZ‘Q%?%%’%E’/’:\?*W]‘ Lk EIRE BMARRELERIETI) O EILE L& 2 o
PR TR HEFRRRT NN PR k4 TRERE S 2
4 2R R EBE 74 4 K FE o
The Applicant understands and agrees that the Bank may collect, process, and use personal
information (including but not limited to user identity verification, transaction amounts, and
payment account) obtained from the QR Code Smart Pay function, and may provide the above-
mentioned data to the Financial Information Service Co., Ltd. within the reasonable and
necessary scope. The Bank shall fulfill its notification obligation in accordance with Article 8 of
the Personal Data Protection Act and the Bank's personal information notifications.

AAeBFAFRF2 AL HE 0 Be BOF R BHF Lo LR 0 2 @t ie

v F T RERMEGZ R 2 AT BB AEGE R L L 2 MR

NI T8 1 4

7T o
In the event of any dispute between the Applicant and merchant, the Applicant shall seek
resolution via the merchant's dispute settlement mechanisms. The Applicant may not use this as

cause to request that the Bank return the paid proceeds. Also, the Applicant may not claim against
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the Bank for any transaction-related disputes with the merchant.

F14i% (B 412 RF)

Article 14 (Money Laundering Control Act)

FRACTFE R RBP RS LT L B - BRE O FEED B (F) RO ERBHA
ek 2T S PE o TR AR MR SRR 2 A T 2L MRELR * A PRAE
If the principal violates the provisions of Article 15-2, Paragraph 1 of the Money Laundering Control
Act and is reprimanded by the police authorities of the relevant municipalities, counties (cities), the
Bank will restrict the account opened uses the Services from the principal in accordance with the

provisions of the aforementioned law.

%15i%  (*P®R A PRIF)

Article 15 (Foreign Exchange Trading Services)

- N ZHARY RPEBREES NIRRT TR S T IR E AR - 52 -
FEP Y EEFF I RF RIS -

I.  The Applicant accepts that each credit/debit accounts for foreign exchange transactions via the
Services shall be specified at the counter prior to such transactions. The daily transaction limit
of each individual account is subject to the Bank's regulations.

=~ ;ﬁ&;@xdﬁ%ﬁﬁ% T ;dvgadﬂz VI ER AL WA L ;h;gﬁ Tl ;dvgadﬂz )
LY EAIY PED A P A Ao

Il. If an account designated for transfer has the same name as an account with the Bank, the

designation will become effective immediately. If such an account does not have the same name
as an account with the Bank, the designation will become effective on the second following day.

CEAREY U RITRE R AT

I11. The Applicant accepts the following transaction limits and service hours:

() REFERUFEDHA -
() The transaction amounts are cumulated on daily (business day) basis.
L FEDPELY PRGETE RS b s AR R RS e
A f%ﬁgrh% % T 4'. 5 A) > v; RRR(APIR T AR M AT L RR S bR L Y
T ATA MR 2 s 3 AR PayPal 3038 5 ~ ATE R PN AR S A WY
)\%B%,;%‘%,;@iﬁ& PR SRk | B%,Mi‘% R o
1. The transaction amounts in foreign currency buying (buying foreign currency with

=>L 5 2L
¥ ¥
i

TWD, transfer and outward remittance of foreign currency settled using TWD deposits)
and selling (selling foreign currency deposits and deposit into a TWD account, inward
remittances in foreign currency sold and deposited in a TWD account, withdrawal of
PayPal funds for deposit in a TWD account) conducted by the same depositor on the
same business day are separately calculated, and the amounts will be accrued to the
transaction limits on buying and selling foreign currency on the same business day.
For the transactions conducted on non-business days, the transaction amounts will be

accrued to the transaction limits on buying and selling foreign currency on the next
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business day.

- B o Y EP PRI R (R R R B R BN
LHFRLZAHTE P F PR W NEELIGER S Y ES
- FERRFRE S RUERE IR -

2. The transaction amounts in foreign currency transfers (in-house transfer, outward
remittance, and inward remittance) and foreign currency exchange (excluding TWD)
conducted by the same depositor on the same business day are separately calculated,
and the amounts will be accrued to the transaction limits on foreign currency transfers
and foreign currency exchange (excluding TWD) on the same business day. For the
transactions conducted on non-business days, the transaction amounts will be accrued
to the transaction limits on foreign currency transfers and foreign currency exchange
(excluding TWD) on the next business days.

() R/ ARFEATEREB)LI RIS T F RS !ﬁgp L EE R

PR LR IR AT LR EH Y S 2

B E VI L EREIET o 4o A ERE i&%ﬁ%?iﬂmﬁ&&;iam

PHIZ o

(I1) The limit on transactions of buying and selling foreign currency (involving settlement in
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TWD) is total calculated for transactions conducted at the counter and through digital
channels. The limit on foreign currency transfers and foreign currency exchange (excluding
TWD) is total calculated for transactions conducted through digital channels. The transaction
limits shall be in accordance with the appendix. Foreign exchange transactions exceeding
the limits may be directly applied for at the counter. Any adjustments shall be handled
according to the Bank's explanations within the automated service system.
(i)W%““‘Mwﬁﬁaﬁwﬁw* KIFPER L 2P 24 P> I RAZ B E
FRAEFEPFPOREFERFLZ09:00-17:00 ¢hi2 325 FEPFPKEFT S
09 : 00—23 200 - “ﬁ% BrfEECE  PRAVEFFRIIFOIE > FIFHEHP R
FRh o
(1) Transactions of buying and selling foreign currency, foreign currency exchange (excluding
TWD), and foreign currency in-house transfer can be conducted 24/7. Outward remittance
and inward remittance can be conducted from 09:00 to 17:00 on business days, while foreign
currency time deposit can be conducted from 09:00 to 23:00 on business days. Except for
inward remittance, any other transactions applied outside the said period will be regarded as

scheduled transactions and be conducted on scheduled date.

B L \}%,,PF WW«\LA\'B7 E]’J"Q(%L\G\'—&&) fe - = e - iﬂ’?}ﬁ%
/%4%3\\aéaiﬁiﬁziﬁaziﬁ%A\%’ﬂ%%ﬁ?*WB*‘Wﬁﬁ
M .

IV. When a minor, a natural person under the age of 18 bearing National Identification Card of
R.O.C., applies for foreign exchange service through the Services, the cumulated amount of
buying and selling foreign currency should be less than NT$500,000 in a single business day.

Once such an Applicant turns 18, amount limits are subject to the Bank's regulations for Taiwan
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VII.
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VIIL.
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XI.
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natural persons.
AR R ERERE RN R LERIEL P R L A0 ’3—$ p
FHSWIFT R %> 01 2 A A AT L T2 dp TR ATAREL -
When applying for outward remittance services online, the relevant operational matters shall be
handled in accordance with the following rule of “Application for Outward Remittance”, and
the Applicant agrees to the Bank's use of SWIFT to transfer the remittance to the designated
credit account on the application date.
%gAkiiﬁiﬁiaﬁ%*’—%u%ﬁ%%ﬁﬁ%**ﬁ’%ﬁ@ﬁﬂ%ﬁ%ﬁ
X a8 S B s s NATEE B R R AUR A TR AR TR S MR
MR R % f”J}{ﬁ\B"Ui ,&w °
The Applicant agrees that the exchange rate applied to this transaction will be subject to the
Bank 's real-time quoted rate. The Bank may, depending on the actual market status, adjust or
temporarily cancel the quoted exchange rate; Internet banking discounts may be canceled due to
market fluctuations, Taipei or international market(s) closure, or Bank’s policy.
HAMEBEMNRIBPEL S FRES R FoR LT 0 BARRAFTESR
ﬁﬂf’rfﬁ PARRREGEAERT LA IAGFTPE- T F &Y ?114
EREFYF KB F A AFLNER I I EETE M 29X fF oo
The Applicant must truthfully declare the amounts and nature of each foreign exchange
transaction using the Services, and must use electronic signatures for declaration if the
cumulative amount of foreign exchange transactions via Personal Internet Banking and Mobile
Banking reaches NT$500,000 or a scheduled transaction reaches a certain amount. The
Applicant shall be responsible for any false declarations or incorrect information.
THARARY FRHERFEFARBAEIL 0 PR AAN L BE MR
Jed A B Y A3 s Rd TRORKRERALT L2 o
The Applicant agrees that after using a mobile device for foreign exchange transactions, the
computer version of the Internet banking shall thereafter be used for inquiries and printing out
transaction certificates or Declaration Statement of Foreign Exchange Receipts and
Disbursements or Transactions.
* f%*é’%%\fi&%iﬁ Bz FHEMLEREFELAE P AHEHY A28 AL S
FHRLERBE 2 FE7RF é%°
The Bank is not responsible for information which is sent without following the required
procedures. Moreover, the Bank is not liable for any errors, omissions, or repeated delivery of
information caused by the Applicant.
FAFIRGAAEBRAL Z VAT 290 f 23 v 2 9ANREF Fd 4
Bl THBGEF Y 0 A ERER
The Bank may charge the Applicant any additional fees incurred when executing this service
and the Applicant shall pay such fees immediately upon receiving the Bank's notification, and
shall raise no objection.
AR RENR Y RN AR RN AL R P MR IR

The Applicant agrees that when applying online for outward remittance to/from mainland China,
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the application shall be processed in accordance with the regulatory requirements of the
competent authority.

%1615 (% 2%
Article 16 (Transaction Verification)

¥ FRELRII T AL NI B A DA RPHE RS A8
Frodod AR R A2 pAze LT PR T FEE L TEAA L YO N

/s

R AP o

For every instruction processed, the Bank shall notify the Applicant of the outcome via electronic

documents. The Applicant shall verify whether such outcomes contain errors. Any

inconsistencies must be reported to the Bank within 45 days after the transaction is completed,
by e-mail, phone call, or by other method as agreed, for further investigation

FERYE IR GANEI T2 FF I REHAL P 2L ERE (327 £

FEEERE )

The Bank shall deliver a statement of transactions conducted in the previous month to the

Applicant on a monthly basis using methods agreed upon by the two parties (The statement shall

not be delivered for months where no transactions took place).

C)FFAATHEFRELFAT TR FIFUREZYF R TENF22089 7 &

BF AT FRET KRR A Fgp Ttk o
(I) The delivery date may be pushed back further if the Bank is unable to operate due to reasons
not attributable to the Bank or owing to force majeure, the working days required for
preparation works are insufficient, or the schedule required for data verification is affected
by system-related factors.

(Z) 29 AP ARG 2 F *z"’f"‘gﬁf STRE R G AR BN et pAee LT pp o
MTFEME N FTHA T PN ETEFAP M THREZ P oG R
ﬁ’@@i¢ﬁ“%g*ﬂikmﬂiéﬁﬂﬁiﬁﬁﬁo

(I1) The Applicant shall verify all items listed in the transaction statement and report any errors

found by e-mail, phone call, or by any other method in written format within 45 days after
receiving the statement. If there are any doubts about the transaction details on the credit
card statement, it should be handled according to the time limit and method specified in
Terms and Conditions for E.SUN Bank Credit Cards.

T2 2idr grEiEag s addfgiizpaeztpp o BB 42

B 2% g3 3 N e A o

The Bank shall immediately conduct an investigation upon receiving the Applicant's report. The

Bank shall inform the Applicant of the outcome of the investigation via electronic document

within 30 days after receiving the report.

THAENEELE SR FAFEFPEMABLARE  TEAT AR BT

PEEH R AR  RRIIEHRE I AR 3R A F AR 2R

FES TN L (FTF 3 2V Eﬁ?‘fﬁ"*“?‘ F2Fd REZREF 3% T2 L

£i)e

T
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IV. The Applicant agrees to receive or inquire about transaction results using the following methods:

ATM inquiry, Telephone Banking inquiry, account statement via fax, Internet Banking inquiry,
account statement printed online, passbook update with the Bank or electronic documents sent
by the Bank (in cases where the causes of a delivery failure are not attributable to the Bank, the

document will not be resent), or any method agreed upon by the two parties.

FU70E (R 2 4R JP)
Article 17 (Responding to Errors in Electronic Documents)

m

CE QAT AT R T EFATEF A Fd A H 2 B § R

BREAL R TRERR QR 2 L
If the Applicant encounters any errors in electronic documents that are not attributable to the
Applicant, the Bank shall assist the Applicant in rectifying the error and offer other assistance as
deemed necessary.
a0 3F PR AR F] T Eﬁ?’fﬁ‘"‘*% FzEd a gt BFF FARN AR WL 0 RN
TFCER FHAFAEES Y2 N e AL o
If the above errors are attributable to the Bank's mistakes, the Bank shall rectify such
immediately upon being informed, and simultaneously notify the Applicant of such errors via
electronic document, telephone, text message, or other agreed methods.

ZHAfIY AR AR I 2 'ﬂ"gi?,%%f HRrzEd AP BEF SEAEY
AU R L BB AR RS IEHE R E NS AT
A R R W%ﬁ’ﬁﬁ%*ﬁﬂﬂTiﬁ:
In the event that, during use of the Services, the Applicant transfers funds into the wrong
account or in a wrong amount, such as by entering an incorrect bank code, account number,
or amount, the Bank shall provide the following assistance immediately on being notified
by the Applicant:
(-) ZpipM 2 L REZLAE 2P w2 PHFTH -
(1) Provide details relating to the transaction to the extent permissible by law.
(2) L » LB R -
(1) Notify the receiving bank for assistance.
(2) w4 RS -
(111) Report the results.

518if (RF 2 E2Z E2REEF T)
Article 18 (Authorization and Responsibilities Associated with Electronic Documents)
- FRAZOAREFTREIH DR EBGEERE -

‘gjf%zz =+ %134%@1}&;;;;};‘;,’;: A%%E\}ﬁ’#jg’i’r—gi&%u\?m w@—xﬁ‘f L Bk BNH
s 3 £
2

The Bank and the Applicant shall ensure that all electronic documents transmitted to the other

party are legally authorized.

ERASLEZREZFY ) BTG FEE T
IE T FR PP g 2 4% o
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If the Bank or the Applicant discover any misuse or theft of username, password, certificate,
private key, or any unauthorized conduct by a third party, the Bank and/or Applicant shall notify
the other party by e-mail, phone call, or in writing to suspend the use of the service and take
necessary precautions.

ﬁha‘q-;s WmIFE AT > FHEZ AR EIRIEL F A2kt o d FHEEF o2 TAE-
A5 iR [ER L

The Bank shall be responsible for the outcome of the third party's use of service before the notice
is received. This however excludes any of the following circumstances:
(F)FEREP 2 GG RLNEL

(I) The Bank is able to prove that the misuse is due to the Applicant's intentional or negligent

act.
(= )‘E‘f’rlli T+ l*tifr'igz’}*’}";‘fp'} R H (SAZEe LT P o fﬁ’\" HAEd (4
E g3 E 1;1_]‘;531;);[(11,2:15'4‘\:'—%( s GG Ed B pAEe LT p e ’E‘ = )a =

ii\‘iﬁiﬁ’l ERARAEE 5 Sl b B A I RS A - - B W el N
(I1) The misuse happens more than 45 days after the Bank transmits transaction data or an
account statement in the form of an electronic document. However, special circumstances
(e.g. long-distance travel, hospitalization, etc.) where the Applicant is unreachable for
notification in time are excluded from the above rule; in such cases, the 45-day period begins
from the day the special circumstances end, unless the delay in notification is caused by an
intentional or negligent act of the Bank. The Bank shall bear the costs of investigation into

the misuse and theft described in Paragraph 2.

51918 (F k3% )
Article 19 Article 18 (IT System Security)

CF ARG EE PRI T AT X PR B B e s R E

IR A 2 AR A TR

The Bank and the Applicant must ensure the security of their own information technology
systems, and take appropriate measures to protect records and personal information from
intrusion, illegal access, theft, alteration, or destruction.
%34mﬁ$ﬁ#asm4‘aﬁﬁﬁﬂ%ﬁaﬁﬁiﬁﬁiﬁ’éﬁﬁ%ﬁi?%#
hEEEFE

Where there is a dispute over whether the Bank's protective measures have been breached or its
security weaknesses have been exploited by a third party, the Bank is responsible for providing
evidence proving that such incidents did not occur.

FoArBEFATA AR gAY 4 A

The Bank is liable for compensation of the Applicant for any damages ensuing from third-party

intrusion into its information systems.

%200 (%% &I
Article 20 (Duty of Confidentiality)
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K/t;ﬂi)‘; /é': %é_:_i—ﬁ_‘fi"]‘ , ‘E‘ f—r)@Fl-&'—”ﬁ“i#ﬁ' , F = l—— ‘3"4{4 = %Fﬁﬁ&m B"fp«— ‘] A 2 F‘ﬁ'}—'- )
PBES R AT AT R NARAZ gAMYL P A NG GAR R L TR Z A
it 2 4 f kL R R

Unless otherwise regulated by law, the Bank must ensure that the electronic documents

_—

exchanged with the Applicant and any information obtained while offering the Services under
the Agreement are not disclosed to any third party, and nor can they be used for purposes
unrelated to the Agreement. If the owner of the information has given consent to disclose such
information to a third party, the third party must be made to comply with confidentiality
requirements stipulated in this article.
ﬁﬁ?i‘%lﬁiﬁ%%%ﬁﬁ’ﬂﬁé%‘iﬁiiﬁo

A third party's failure to comply with the confidentiality requirements is considered a violation
of the Bank's obligation to inform.

F2Llif @FEma{E)
Article 21 (Damage Compensation)

CFEE2OAR L EARYBES BRI I A FTFEFHEFA- 22T 0 KRG

B~ BHESHFLHE ARSI FRAEFRIF T F B S L2 T
R F E o
The Bank and the Applicant agree that any delays, omissions, or errors in transmitting or
receiving electronic documents in accordance with the Agreement, which give rise to damages
to the other party, shall be compensated by the party whom the cause is attributable to.
FHARPRBE AR/ GAEF FHTL P NE » ARIFE Flm =2 G 3T
Eﬁé:ﬂ&ﬂﬁﬁkﬁ44%€oﬁﬁ@ﬁﬁﬁ@ﬁ”ifﬁﬁ**ﬁkﬁﬁﬁﬁ{
L**%%Lﬁ%’azﬁﬂ FEFS MR SARRBATE JERFTE o T

# Rz ik’fi A 2t ’#xfé § * ~$— TFRIRFEZ 175 '-'“réﬁr;vl Y 3:] sifﬁ'% s f‘%.‘;ﬁ"ﬁj =
ﬁ-‘i*r/‘?'f»%ﬁéﬂ‘;la S IR T FUFRAILED RBBHRY ¥ 85 g
4 2

T3 RIS FELT
The Applicant agrees that all the actions taken as a result of logging into the Services using the
correct password or a method agreed to with the Bank shall be deemed to have been taken by
the Applicant or a person authorized by the Applicant. The Bank may execute any instructions
given with the use of a correct password or a method agreed to with the Bank without
having to make certain whether the password has been used by the Applicant or an
authorized person. The Bank shall not be held liable for the Applicant's losses arising from
fraud or authorized or unauthorized use of the Services. The Bank shall be held liable for
losses caused by unauthorized use of passwords as a result of the Bank failing to exercise due
diligence in the management of its information system.

fﬂ% T2 184 TR E ﬂ o B EHFZ AR ZREFH TR
ZAZ P AR MIBEITRZEEANUEIE ) M ERIRIAT 2T 2 E
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Unless due to negligence attributable to it, the Bank shall not be held liable for mistakes or delays
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arising from the Applicant's use of equipment and its systems, telecommunications malfunction,
or a third party's negligence, or for direct, indirect, or other losses caused by any Bank services
T~ FF R RRAES A PEE R AT 29 A D H U D N e RIEA R
%%%‘Eﬂﬁﬁﬁiﬁﬁ%ﬁﬁ@%%’Wﬂ°*ﬁ‘ﬁ*ﬁ@“ﬁﬁﬁéﬁ?ﬂ’
AEMP LD IEG TR 4;]@—{‘- N - 'g‘ 7H 6 PRI f 2 &FE o
IV. Ifthe system is temporarily out of service and the Applicant is unable to process or inquire about
data, the Applicant shall inquire regarding how to access the required services via other methods,
such as telephone, the Bank's voice portal or ATMs. If the Applicant fails to do so, the Applicant
shall not refuse to fulfill his/her obligations arising from the use of the Bank's bank cards, credit
cards, or other services using said temporary suspension of service as an excuse.
FHOARR R ED FAE 2 R BN T FREZHHE iR kY RN )R AR
e FEHAARI PR AR 3RS HWR Y R A BAFTRAB E T
HAFTHBAIGALFL MEFFRAF - BREFRIRGELIR2 8 0
V. using the software it provides (e.g. apps). The Bank shall not be held liable for losses

%
ra

sustained by the Applicant as a result of personal information leakage resulting from using
the Services through means other than the Bank's official website or software. Nevertheless,
the Bank agrees to provide necessary assistance.

%~%34k%@?*ﬂf4ﬁﬁﬁﬁ*ﬂw?F&a%%wimﬁoeﬁkﬁﬂﬁeﬁz
A AR (wifi)m g 2 TR B o N2 FIBATHEY A2 L
HRE AR -REFFIARBELIRZ 20

VI. The Applicant agrees to use a private mobile device or other Web-accessible device to use the
Services. The Bank shall not be held liable for losses sustained by the Applicant as a result
of information leakage due to the use of third-party or public Wi-Fi. Nevertheless, the Bank

agrees to provide necessary assistance.

522i5 (3 ¥ )

Article 22 (Force Majeure)

FH T pd FETRR AR REARAEHESBUER T ARIREIRIEY 0 F
770 & R é [ET Eg.xﬁé’ifi o

IR TS g F R s L s B3 s F R S s AR B IR R e Rl
2L FFE o

In the event of force majeure or a cause not attributable to the Bank, the Bank shall not be deemed to
have breached the Agreement for non-performance or delayed performance of the Services, and
therefore is not liable for any compensation.

Force majeure events refer to natural disasters, strikes, shutdowns, limitations imposed by

government regulations, or any other events beyond the Bank's control.

%23iF (k4rFT)
Article 23 (Record Keeping)
T AR ZOAREFTF R AMET S B e P RmEE B
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. Both the Bank and the Applicant shall retain all electronic documents that contain trading
instructions. Both parties shall also ensure the authenticity and integrity of the retained records.

SR EHTR e R RE L LA LA R PRI VLT AN o d
B4 Rk fﬁf{—“ﬁ’ ciRHE T .

Il.  The Bank shall exercise due diligence in managing the aforementioned records. The records

shall be retained for at least five years, or for a longer duration if otherwise stipulated by law.

F248F (FHRZAEE FH D)
Article 24 (Supply of Information and Conﬁdentiality Agreement)

st b2 9y it «;{\11_' gL AN F “HESBIEPNE O FITR B
AR AN LR~ B U TEM A S R ,,_TVa’fE?I ,i3‘~%1?5%$ o"fﬁ‘\f”f‘ﬁjf’ﬁ
N 4_‘% ﬁ’iw’é’,’m p/z#;s%%—*‘ o 2 AR EERANA S NEH @;ﬁﬂ SEE RN

S~ F A > FRIBE T RERTE W @S A * (¢ FEFRSFREFA
F) 24 /@?r'? AR

The Bank owns all works and data on the website, including but not limited to text, pictures, files,
video, copyright, patents, trademarks, trade secrets, other intellectual property rights, ownership, and
other rights. Unless otherwise agreed upon in the Agreement or written authorization is obtained from
the Bank in advance, the Applicant may not reproduce, transmit, modify, edit, publish, or use the
works or data in any form or way; otherwise, the Applicant shall be liable for compensating the Bank

for any losses the Bank sustains (including attorney fees and business reputation damage).

%250 (T3 2 i22.2%4)

Article 25 (Efficacy of Electronic Documents)

FEA AR ANT I BRI AT SR BAR G2 2 Hond &
Bk o fg;‘éé‘ﬁ"”ﬁ#k%ﬁi%;ﬁ s A B o

The Bank and the Applicant agree to use electronic documents as a means of transmitting instructions.

ful"S

Wm o it

All electronic documents exchanged according to the terms of the Agreement are equivalent to

instructions issued in writing. This excludes any circumstance where laws have regulated otherwise.

F260F (AR LR Y)

Article 26 (Term1nat1on of the Agreement by the Applicant)

EHAFEWEHEL I LR/ A RES IO AT

The Applicant may terminate the Agreement at any time, provided that the termination request

is made in person or via any method agreed upon by the two parties.

F27iE (FERLERY)

Article 27 (Termination of the Agreement by the Bank)

FrErARg@EERS L p Lt p R NE G e Lot 2 4o TAFEL - K
'%f‘?g"i{ffg.”%‘ﬁi\;?—iém AREI YR Hr R AT Y

The Bank shall notify the Applicant in writing at least 30 days prior to the termination of the
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Agreement. However, in any of the following circumstances, the Bank may terminate the

Agreement at any time in writing, by e-mail, or a method agreed to by the Applicant and the

Bank:

- ZHAARFFARIL PRI HLEYSABERTZ A F o

I.  The Applicant has assigned rights or obligations of the Agreement to a third party without
the Bank's consent.

= FTHAIZWA Y AR EILE A ?“f—'i\*y AR s A AFEAERNRS
EF RS AN BpARNETEFBR - AFEIF o

I1. The Applicant is found to have engaged in the following intents: using the Services to access

4

data that is not owned by the Applicant, or other misuse of the Services abnormal
transactions of substantial amounts or frequency, or destructive or inappropriate behavior
involving the use of simulation programs, Trojan horse programs or virus programs.
C A REARETRRIGFE S RAR Y F ARG 2 R
-?,’ °
I11. The Applicant declares bankruptcy or is declared bankrupt according to the Bankruptcy

m

Act, or undergoes debt rehabilitation or liquidation according to the Statute for Consumer
Debt Reform.

T~ EHARFAENT LS GFIF L FLREY -

IV. The Applicant violates Articles 17 to 19 of the Agreement.

THAGFERAEHZ AL T FRL Py -1

V. The Applicant is in violation of other terms of the Agreement, and has failed to rectify

Ry
'l

within the timeframe specified by the Bank after prompting by the Bank.

52815 (2 Xig37)

Article 28 (Amendments)

AEQOHIT Bl WP F ANl BT I AN F A EFrA e 24
oA rEE AL pAT pp (ﬂg" %) r-*-i!vi"k E Y A

Hip e LT ATTAF R @%%iiw*ia+iawuz ﬁﬁiﬂﬁﬁﬂ@%*ﬁ
AN AT N EE R AT IMERNES G N UEEP F Ay g
FEQHEPMFE2A%PL 2 GAERGLEAI P An L s ERIL T FREF Y

2 A RWZHFPN LR Ao AR AKGR3% B et s M K 38 ¢

If any changes are made to the terms of the Agreement, the Bank shall notify the Applicant of
such changes either in writing or in a prominent way at the Bank's place of business or on its
website. After the notification of the Bank, the Applicant shall be treated as having consented
to the change(s) if no objection is raised within seven days following the delivery of the written
notification or the date the notification is made by other means, whichever is earlier. For the
following changes, however, the Bank shall notify the Applicant in writing, by e-mail, or a
method agreed to by both the Bank and the Applicant at least 60 days prior to the effective date.
The notification must include detailed descriptions of the changes, comparisons of the original

and revised terms, and effective date in a clear manner, informing the Applicant of his/her right
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to object and notify the Bank to terminate the Agreement before the changes take effect. If no

objection is raised by the Applicant before the effective date, the changes are considered

accepted by the Applicant:

—~$34%%§§%%%ﬁ@%~%&\ﬁﬁ~ﬁ@#%’ﬁﬁwgm%ggéﬁ%1%
A0 FEAZGAL AR 23 50

Changes in the method of notifying the other party in cases of theft or misuse of username,
password, certificate, private key, or any unauthorized conduct.

CHE g PWMARTZEA -

I.  Other matters stipulated by the competent authority.

$29% (¢ F )

Article 29 (Delivery of Correspondence)

FHARRANEGY PP LB/ AN F AL MEC RN F 2 FE T

W RUF BT A RF AT I BRI F LA DR RR L2 En/T

PR ET ST w2 A AT A RF AT I R AR F /R FEREH
BRLEFF222%d »FiamvENETHY 2 <]A§\.ﬂ97 Eal/x A gt AR R

% 48 & ﬁx:sﬂa”‘f"g‘ T2 ph/T F BRI g 5 iR BT e

The Applicant agrees to use the address specified in the Agreement and the e-mail address provided

&
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to the Bank as the mail/e-mail address for future correspondence delivery. If there are any changes,
the Applicant is required to notify the Bank in writing or by the electronic document specified by the
Bank. By sending this notification, the Applicant agrees to the use of the updated address/email
address for future correspondence delivery. Up until the Applicant notifies the Bank of any change in
the delivery addresses in writing or by the electronic document specified by the Bank, such change
shall have no effect on the Bank, and the Bank may consider the address specified in the Agreement

and the e-mail address provided to the Bank by the Applicant as the delivery addresses.

$30iF (R4 i@7)

Article 30 (Applicable Laws)

A2 3l et  BFEZEUAGRE T Y FARBELE

The interpretation, validity, performance, and other matters not specified in the Agreement shall be

governed by the laws of the Republic of China.

$31ix (g i)

Article 31 (Jurisdiction)
ZHARLFAAT L2 LR FEEG R (FREEIUNP R EEEZ S -
ESAEFBE S22 iE2 4 o & H

F B R REFHLRY A BE R SRR S
FrREER

The Principal agrees, except as otherwise provided by law (including but not limited to Article 47 of

=\

the Consumer Protection Act, Article 436-9 of Taiwan Code of Civil Procedure, or other provisions

of exclusive jurisdiction), disputes arising from this Agreement shall be submitted to the jurisdiction
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of Taiwan Taipei District Court as the court of first instance.

$320F (A1)

Article 32 (Headings)

AEHENZTR Y ZFHE L Q2P B3 BRFEATGLOH2FFTLR2 A28
The headings used in the Agreement are only for convenience and do not affect the substantial

meaning and interpretation of the terms.

%331 (A 3)
Article 33 (Agreement copies)
ARGIRFR oI FEEZ 2N EREFLE -

There are two copies of the Agreement, separately kept by the Bank and the Applicant.
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Appendix: Foreign Currency Transaction Limits for Personal Internet Banking and Mobile Banking

— SRR ERGEE ATEREE)R U TR T AR

U AT

T h k3

=
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I.  Limit on buying and selling foreign currency (involving settlement in TWD): The transaction

limits below are the totals calculated for transactions at the counter and through digital channels:

Individual ,including

foreigners with

Less than the equivalent of
US$250,000 (Note 1)

Less than the equivalent of
NT$500,000

B A R LT

[ER 3 SRS

e . 2t k*iﬂ
- B T Non-business
Business day 4
ay
00:00-09:00 00-00-24:00
sy 9:00~15:30 15:30-24:00 -+ 3) (Note 3)
£l ote
Identity (7 2) (Note 2) F
BrERBETE- | AEREIE B FCE] s s 50 5~
£ 2 2ERE )| ]) « than the cc

FEEBE L2585~ AZEEAMER S0~ A E @It
N7« 78 « 4y | Personal Internet Banking: | Personal Internet Banking: i 5 ¥
Companies and | Less than the equivalent of | Less than the equivalent of || oos  than the
business firms US$250,000 NT$500,000 equivalent  of
R AEREATERS0F ~ INT$500,000
Mobile Banking: Less than the equivalent of NT$500,000
PRI N
Non-resident AEFEATERS0F ~
A E A Less than the equivalent of NT$500,000
Minor
Grl) AEFEEE25FAETF CHBREEF YU LRI RIEL T LURLE £
e

(Notes 1) “Less than the equivalent of US$250,000” applies when a transaction is conducted through
digital channels,. “Less than the equivalent of NT$500,000 applies to all transactions, either

conducted at the counter or conducted through digital channels.

() Fy¥

- p 00 : 00-09 : 00 &

HER/PARAEER S AVRAERENL T 50T ~ -
(Notes 2) “Less than the equivalent of NT$500,000” applies to transactions of buying and selling
foreign currency which conducted within 00:00-09:00 or 15:30-24:00. The transaction amount

will be accrued to the transaction limits on buying and selling foreign currency conducted at the

counter or through digital channels on the same business day.

(3)

b
-F

1513024100 2 B/§ RS o EHPF P RIRE T

%P 00:00-24:00 2 F/F B k- FEPRIFE DT LT/
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R h U FEUAEEEATERS0F ~ o

(Notes 3) “Less than the equivalent of NT$500,000 applies to transactions of buying and selling
foreign currency which conducted on non-business day. The transaction amount will be accrued
to the transaction limits on buying and selling foreign currency conducted at the counter or
through digital channels on the next business days.

SRR B AP E Yo Y E R 0P TR B BA(FASESL
BZbE G R )VR ML B (FAPMNEE S B R B R332 BuEE L b > A w R
FEERELD A AFEPIL LG ANER T I - FED R S RE
Hed B OVEE o

Il. Limitations on foreign currency transactions (excluding TWD): The transaction limits are the
totals calculated for transactions through digital channels. The cumulative amount of in-house
transfer, outward remittance, inward remittance, and foreign currency exchange conducted by
the same company, business firm, group, or individual (including minors and non-residents) may
not exceed the equivalent of US$250,000 on the same business day. For the transactions
conducted on non-business days, the transaction amounts will be accumulated to the limit on
foreign currency transfers and foreign currency exchange (excluding TWD) on the next business

day.
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