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E.SUN Bank Personal Internet Banking and Mobile Banking Services Agreement
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Personal Internet Banking and Mobile Banking services. After consulting the Bank, the Applicant
agrees to the following terms and conditions, which the Applicant has reviewed thoroughly and
understands completely (at least five days have been granted for review). Future adjustments of
service items or phased introduction of certain items are subject to the Bank's regulations at the time.
The Bank will announce such information directly on the automated service system, without

additional notice to the Applicant nor additional written agreements.
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Article 1 (Banking Information)
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I. Name of bank: E.SUN Bank

I~ 24} PEEEFRE A 0 (02)21821313

I1. 24-hour customer service hotline: (02)21821313

= ~ 33t ! https://ebank.esunbank.com.tw

I11. Website: https://ebank.esunbank.com.tw
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IV. Address: No. 115, Sec. 3, Minsheng East Road, Songshan District 105, Taipei
I~ BE 5 (02)27126613

V. Fax number: (02)27126613
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VI. Bank e-mail: The message left by the Applicant on the Visitor Message Board on E.SUN

Bank official website.
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Article 2 (Applicability)
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I. The Agreement serves as a common agreement for Personal Internet Banking and Mobile Banking

services in general. It applies to all services offered under the Agreement unless specifically arranged

otherwise.
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II. No other service agreements separately arranged between the Applicant and the Bank shall


https://ebank.esunbank.com.tw/
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contradict the terms of the Agreement. However, special arrangements that offer more protection to
the Applicant may supersede the terms and conditions stated herein.
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III. Any ambiguities conveyed by the terms of the Agreement shall be interpreted in the way that
best reflects the Applicant's best interests.
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Article 3 (Definitions)
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L. "Personal Internet Banking and Mobile Banking services" (hereinafter referred to as the “Services”):

Various financial services offered by the Bank that the Applicant can access from the Applicant's

computer or mobile device through an Internet connection with the Bank, without visiting the Bank

in person.
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II. "Electronic documents : Any text, audio, image, video, symbol, or other type of data transmitted

by the Bank or by the Applicant over the Internet, which has been arranged in electronic or other not

directly recognizable format, but that can be processed electronically to convey meaning.
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III. "Digital signature": The process of converting electronic documents into a certain length of digital

information using mathematical algorithms or other methods, and encrypting them with the

signatory's private key. The digitally signed message can be authenticated using a public key.
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I'V. "Certificate": Electronic data that contains information of how a digital signature is to be validated;

used to verify the signatory's identity and qualification.
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V. "Private key": The part of paired digital data retained by the signatory; this digital data is used for

producing digital signatures.
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VI. "Public key": The part of paired digital data that is public; this digital data is used to validate

digital signatures.
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VIIL. "SMS OTP": When the Applicant makes a specific transaction or applies for settings, the Bank's

system will automatically send a One Time Password (OTP) via SMS (text message) (hereinafter,
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“SMS OTP”) to the Applicant’s mobile phone number, ensuring the safety of online transactions (the
transaction authentication code is randomly generated every time and only effective for one time).
The SMS OTP transaction mechanism shall be based on the regulations on the Bank’s website.
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VIIIL. "Voice OTP": When the Applicant makes a specific transaction or applies for settings, the Bank's

system will automatically send a One Time Password via a phone call (hereinafter, “Voice OTP”) or

other methods to the Applicant’s registered mobile phone number, ensuring the safety of online

transactions (the transaction authentication code is randomly generated every time and only effective

for one time).
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IX. "Mobile device": Includes but is not limited to equipment with telecommunications and Internet

access functions, such as smart phones and tablet PCs.
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X. "Mobile application" (hereinafter “app”): Refers to apps installed on moblle deV1ces

L F%&ﬁsz%ﬁ%ﬁkﬁ%ﬁ%#ﬁ#%ﬁmijgﬂﬁgﬁm B2 %4 2 4

HNAGFE RS TR AP ERE N (RO EFF 20 EE R kAR ARY 3 2

IR IR AP oF - S

XI. "Fast login": Refers to the Applicant's use of built-in verification methods for a bound mobile

device, such as numeric passwords, graphical passwords, fingerprints, or facial recognition

(applicable login method depending on Applicant's mobile device and OS version), to log into Mobile

Banking.
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XII. "E.SUN Mobile Banking verification": Refers to the Applicant completed identity verification

with binding mobile devices.
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XIII. "Digital Account": Refers to the TWD and foreign currency accounts opened online by the

Applicant.
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XIV. "At the counter/ ATM verification PIN": Refers to the verification PIN set by the Applicant after

the Applicant completes identity verification at the counter of the Bank in person, or the verification

PIN set by the Applicant after the Applicant completes verification with an IC ATM card at a Bank

ATM, or the verification PIN as a QR Code shown at a Bank ATM. The verification PIN may be used

to activate the online services of the Bank, but is limited to one use only.
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XV. "Video Conference Service": Refers to the Applicant using mobile devices (including but not
limited to devices with communications and Internet connections, such as smartphones or tablet
computers) to establish a connection with the Bank over the Internet, and the Bank verifies the identity
of the Applicant and provides financial services via video conferencing.
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XVI. "SIM card verification": When the Applicant makes a specific transaction or application, the
Bank will verify the consistency of the SMS OTP provided to the Bank by the Applicant and the
phone number of the SIM card in the mobile device held by Applicant over the internet with 4G/5G
signal.
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XVII. "Mobile Banking OTP": When the Applicant makes a specific transaction or application, the
Bank's system will automatically send a One Time Password via mobile devices which have been
bound, ensuring the safety of online transactions (the transaction authentication code is randomly

generated every time and only effective for one time).
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Article 4 (Website and App Verification)
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I. The Applicant shall verify the correct URL of the webpage for the Services:

https://ebank.esunbank.com.tw, or that the E.SUN Mobile Banking app is downloaded from the

correct location on the Bank's official website before using the Services. For inquiries, please call the

E.SUN Customer Service Center: (02) 21821313.
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I1. The Bank shall inform the Applicant of the risk of using the Services in a way that the average

person can understand.
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11, The Bank shall exercise due diligence in managing the correctness and security of website

information. The Bank shall also be on the lookout for fake webpages and apps to prevent losses to

the Applicant.
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Article 5 (Service Items)
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I. The Applicant agrees that the Services include but are not limited to inquiries, transactions, settings,
and changes relating to deposits, credit cards, loans, wealth management, foreign exchange, and
customized services, and that service content shall be based on announcements on the Bank's website.
The Bank shall ensure the correctness of information on specific services provided within the Services.
The Bank's obligations to the Applicant shall be no less than these services.
S EOARBARDAE- SRETI RS LM R PR EF ARG L ES
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I1.The Applicant understands that the Services are online services that are completed once provided,
and that Article 19, Paragraph 1 of the Consumer Protection Act on rescinding the contract is not
applicable.
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I11. The Applicant must submit a separate appllcatlon to the Bank and give his/her approval before
using certain services.
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Article 6 (Internet Connection)
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I. The Bank and the Applicant both agree to transmit and receive electronic documents over the
Internet.
R AR RS V—J],\J-}{E.Ig’}g‘f Ep o By
%“ﬁnﬁé’,g * 2 3’3 H oo
Il. The Bank and the Applicant shall establish service agreements with their respective Internet
service providers to secure their own rights and obligations; both parties shall bear their own expenses
incurred for accessing the Internet.
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Article 7 (Receiving and Responding to Electronic Documents)
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I. Upon receiving the electronic signature or electronic document agreed upon by the Bank and the

Applicant as a proper means of identification, the Bank shall prompt for the Applicant's confirmation

by displaying key information on the webpage (except for inquiries) before proceeding with

verification and execution. The results of the verification and execution shall be notified to the

Applicant by e-mail.
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I1. In circumstances where the Bank or the Applicant is unable to determine the identity or the content
of electronic documents sent by the other party, the electronic documents shall be considered to have
never been sent in the first place. However, if the Bank is able to confirm the identity of the Applicant,
the Bank shall notify the Applicant, by e-mail, phone call, or other methods, of the fact that the content
cannot be identified.
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Article 8 (Non-execution of Electronic Documents)
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The Bank may refuse to execute an incoming electronic document if it meets any one of the following
descriptions:
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I. Where the Bank has reasonable doubt as to the authenticity of the electronic document or the
correctness of the instructions.
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I1. Where the Bank might be at risk of violating laws or regulations should it choose to process the
electronic document.
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I1l. Where the Bank is unable to debit from the Applicant's account for the amount payable, for
reasons that are attributable to the Applicant.
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If the Bank refuses to execute instructions on the aforesaid electronic documents, the Bank shall
notify the Applicant via electronic document immediately of the reasons and circumstances of refusal.
The Applicant may verify with the Bank, by e-mail, phone call, or other methods in written format,
after receiving the notice.
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Article 9 (Tlmeframe for Electronic Document Exchanges)
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I. The Applicant understands that the electronic documents submitted by the Applicant will be

automatically processed by the Bank's computer. The Applicant cannot recall a submitted electronic

document once it has been confirmed by the Applicant according to the method described in Article

7, Paragraph 1. However, the Applicant can recall or amend scheduled transactions that are yet to fall

due, subject to the deadlines specified by the Bank.
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I. If an electronic document is delivered via the Internet to the Bank and arrives in the Bank's

computer systems after business hours (service hours of all items are subject to the announcement on

the Bank's website) or the transaction cannot be completed on the same day due to force majeure, the

Bank shall immediately notify the Applicant by electronic document that the transaction will be

automatically arranged to be processed on the next business day or by other agreed methods.
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I11. The Applicant agrees that the Bank may suspend the Services when the Bank's computer systems

are suspended or during account settlement.
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Article 10 (Charges)
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I. Beginning with the first day of using the Services, the Applicant agrees to pay service fees,

handling charges, and Swift / Mail fees according to the standard rates stipulated by the Bank,

(All related fees please refer to the standard rates on “General Agreement for Account

Opening”) and authorizes the Bank to collect all fees and charges from the Applicant's account.

The Bank may not collect any charges it has not advised the Applicant of.
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II. Any subsequent change to the standard rates mentioned above must be published on the

Bank's website in a clear, visible manner, and notified to the Applicant via e-mail or other

methods (referred to as ""Notice' below).
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III. If the adjustment described in Paragraph 2 results in a higher rate, the Bank shall provide

the Applicant with the option to agree or disagree with the higher rate on its website. If the

Applicant does not advise its agreement before the effective date of adjustment, the Bank may

suspend part or all of the Services offered to the Applicant on the date the adjustment takes

effect. If the Applicant agrees to the rate adjustment after the effective date, the Bank shall

immediately restore the Applicant's access to the Services in accordance with the Agreement.
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IV. The Bank shall issue the above-mentioned announcements and notices at least 60 days

prior to the effective date of the adjustment, which shall not be earlier than the beginning of
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the year following the announcements/notices.
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Article 11 (Installation of Software/Hardware at the Applicant's Side and Associated Risks)
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I. The Applicant shall install all the computer software, hardware, and security-related equipment
required to access the Services. The Applicant shall bear all costs and risks associated with the
installation. The Applicant shall not share mobile devices with others, save the fingerprints or facial
recognition information of others on mobile devices, or arbitrarily breach the security of mobile
devices (such as jailbreaking or rooting), and shall be cautious of hacker attacks to ensure the security
of the mobile devices and account.
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II. Where the software, hardware and documents in Paragraph 1 are provided by the Bank, the Bank
agrees only to use by the Applicant within the scope of the Services, and such software, hardware
and documents shall not be transferred, loaned, or in any other way given to a third party. The Bank
should also describe on its website and in the packaging of the provided software/hardware the
minimum system requirements for running the Services, as well as risks associated with the
software/hardware provided.
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III. The Bank may request that the Applicant return the supplied equipment mentioned above upon

termination of the Agreement, but only if it has been separately arranged under special terms and

conditions.
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Article 12 (Applicant's Connection and Responsibility)
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The Applicant agrees to comply with the Bank's regulations below when using services related to the
Services:
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. The Applicant may apply for access to the Services using any of the following methods:
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(). Ifthe Applicant is the depositor, he/she may directly apply for / reset the general version of

Personal Internet Banking services via at the counter / ATM verification PIN, Voice OTP
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or an IC ATM card and an IC ATM card reader, or reset to the general version of Personal
Internet Banking services through the E.SUN Mobile Banking verification.
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(I1). If the Applicant is a credit card holder, he/she may use his/her credit card information to

apply for the credit card version of Personal Internet Banking services, and may only use

the Services or other agreed services after setting his/her username and password.
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Il. If the Applicant is a depositor, the Applicant may apply for a One Time Password (SMS
OTP ~ Voice OTP or Mobile Banking OTP) using one of the methods:
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The Applicant who applies for SMS OTP must approach the bank in person with ID
card (foreign applicants shall present a valid Alien Resident Certificate (ARC), and
non-natural persons must additionally present an authorized seal); or the Applicant
may use an IC ATM card to apply on the Bank's ATM, or use an IC ATM card and an
IC card reader to apply via Internet Banking; or the Applicant may use an ID card to
apply via Video Conference Service of Mobile Banking app.
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The Applicant must use SMS OTP with enhanced protection mechanism(such as SIM
card verification) or an ID card to apply for Mobile Banking OTP to complete the
procedure.
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(111). Upon successful completion of the application for the SMS OTP by the Applicant,

Voice OTP will also be automatically activated.
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(IV).If the Applicant changes the telephone number specified for the SMS OTP or Voice

OTP service, fraudulently used, stolen or any unauthorized conduct by a third party,
the Applicant shall apply for a change, stop or cancellation with the Bank or via
Internet Banking using a bank card and card reader, or notify the Bank by any other
method as agreed to by the Bank. Prior to the completion of processing of such

application, the Applicant is held accountable for all transactions using the Services
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during the period.
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(V). After five consecutive incorrect entries of the SMS OTP and Voice OTP for the
Services, the system will automatically terminate the user's authority to use SMS OTP
and Voice OTP. The Applicant must then re-apply to the Bank for the SMS OTP
service.
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(VI1).Voice OTP may only be used for authentication for up to five times per day. In the
event the maximum use per day is reached, the system will automatically suspend the
user's access to the Services, and the user will need to wait until the next day to regain
access.
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SIM card verification may only be used for authentication for up to five times per day. In
the event the maximum use per day is reached, the system will automatically suspend the
user's access to the Services, and the user will need to wait until the next day to regain
access.
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When the Applicant logs into the Services via the Internet, the Applicant must enter the correct

ID Number/Unified Business Number, username and user password, or other login methods

provided by the Bank to use the Services.
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The Applicant shall set a 6-15 digit alphanumeric user password for the Services. The password

P

may not be the same as the Applicant's ID Number/Unified Business Number or username and
may not include the last four digits of the Applicants’ phone number or birthday (month and day).
It also cannot be 3 identical English numbers/continuous English characters/serial numbers. The
password may be changed an unlimited number of times, but may not be the same as the original
password.
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After five consecutive incorrect entries of the username or user password for the Services,
or when the service is not activated within 180 days after the counter application, the
system will automatically suspend the user's access to the Services. If the Applicant intends

to use the Services again, the Applicant must apply for the Services using the method

10
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announced on the Bank's website.
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If wrong graphical password or numeric password for logging into Mobile Banking is
entered for three consecutive times, the system will automatically cancel the password. To
reactivate the graphical password or numeric password, the Applicant must login using

his/her ID number, username and password to reset it.
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The Applicant is responsible for the safekeeping and confidentiality of self-defined username,
password of Personal Internet Banking and Mobile Banking services, certificates, private keys,
software/hardware, and other tools sufficient for identification (such as fingerprint recognition,
facial recognition, etc.) provided by the Bank or by the Applicant. In using the built-in login
verification methods of the mobile devices (including but not limited to fingerprint recognition
and facial recognition), the login restrictions and reactivation methods shall be based on the
mobile device's operating system and manufacturer and the user agreement. The Applicant shall
keep the mobile device safe and only enter his/her information in the device. The Applicant shall
bear all damage by stolen if the Applicant fails to fulfill the responsibilities mentioned above for
custody and confidentiality, and the Bank shall not be liable for any compensation.
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Once the Applicant logs in, if the Applicant does not take action for more than five minutes, the
Services will automatically log him/her Applicant out. This is to prevent use by another person.
The Applicant must then log in again to continue using the Services.

ARIF P - BN L Lk - DA BT/ S E ~ R Y - B (Session)f ]2
AEO R -FR G D AN R AT/ B Y - Bl (Session)fy ]2
AR ZHARREATESY - E ﬂ,i—q;{;’uid-s-a,— % )x—‘[g BB o

The Services only allow one ID Number/Unified Business Number to establish one session
during the same period of time. Hence, when a second person attempts to use the same ID
Number/Unified Business Number to establish a session, the Applicant agrees that the Bank may
allow the second person logging in to decide whether or not to automatically log the first person
out.

AR AE TR ART o AER AT M ITEETRERE (TT AR
iﬁﬁ’_ :

The Applicant must first log into Mobile Banking before binding it to a mobile device. Other
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operational matters should be in accordance with the following rules:

() FAET®WEI 5 1RBEFHEE (£ 383+ E Android 2 i0OS fT% k52 FdEE) -

(). Each person may bind a maximum of one mobile device (total count of Android and
iOS mobile devices).

(F)FAER AT I BLLEF /- NP -

(11). Each device may be bound to a maximum of one ID Number/Unified Business Number.

)@z 7tk g FEER Y FES OTP %% - ATM %45 & ff 30 OTP i 3% 4c 53 7 4%
Fl(4e SIM +303) » R S4p @ * T AT TR B2 LRI & § A e
BE N P UEU (T AR ) EGTHEE S FHYRFRFAIT Y 52 L8

FIXML BEEH TR R AR BT EAPMIRIE 4oz A B (76 508 e

FoooF AMNTRATE A AUT AR 2 IR RIS ot EATR Y 0 EATEE A

Y

.
xE -

(1. The services provided via mobile banking may only be used after binding a mobile device,
which is verified with voice OTP, ATM verification PIN as a QR Code shown at a Bank
ATM, or SMS OTP with enhanced protection mechanism (such as SIM card verification).
Such services include but are not limited to fast login, push notifications (for natural persons
only), non-designated account transfer, reservation for cardless withdrawal serial number,
application for E.SUN Bank IXML certificates, and signatures and verification for foreign
currency transactions exceeding the limit. If the Applicant cancels binding to a mobile
device, the Bank will suspend services provided by mobile banking; the Applicant must

then bind the mobile device again to re-access the services.

Lo 2 AeR Y FE AT AR M TEEH AR E AT AR L
XIl. If the Applicant uses Mobile Banking notification services, the relevant operational matters shall
be handled in accordance with the following rules:

(-) 2RBTEBASR? P FAMTEL  FAFTTWMEI S 1 BFHEE - F ¥

BEHTME- BLARIE ) EEE ST > o

(I) The Services may only be used by individuals and after binding a mobile device. Each
person may bind a maximum of one mobile device, and each device may be bound to a
maximum of one ID number for account safety.

(2) EAopRiE 5 e v o TR Y SR 5 D F AR T R oo %

FEPER A~ PRATLLCF AT TFY LR EEREZ il oo 2 4
A BTN (e RAE C TEAF - P RRABE)ARTE IR -

(I1) Notification services only serve as a reminder, and push notifications will only be received
when Internet access is enabled and the connection is normal. If notifications cannot be
received due to any equipment or network settings, or due to any other issues unforeseeable
by the Bank, the Applicant shall inquire regarding needed services via other methods (e.g.,
Internet Banking, Phone Banking, or ATM).

12
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()%‘ﬁ‘ﬁ*k“‘*ﬁ%%ﬁ%%ﬂk‘ﬁﬁwﬁﬁﬁﬁﬁ%’iﬁ‘@éﬁﬁ
WEREAT A TRAAFE R
(1) If the Applicant loses a device, intends to give a device to another as a gift, or intends to
delete Mobile Banking, the Applicant shall cancel the binding via Internet Banking or Mobile
Banking.
oy RRBREEHE > FPEMGFR BRI ERY FARB A RF AT F AL

7\1;\@3%—|§?7\0

L

Xl After the Services is terminated, the Applicant must re-apply for the Services online, or
according to other methods announced by the Bank.

Lty FHREZHARPZ 2O CHAG ISR AF X APRIE iR F 7Y A2 E AT
HWEL > B HE R AR

XIV. In order to protect the security of the Applicant’s account, if the Applicant does not log in

to the Services for over 18 months, he/she shall re-verify his/her identity in accordance with the

Bank’s application process to continue using the Services.

Iy FHEERGCENARFITIRIBH/ oZNARFATREZIPRIEZ AR
RLETF R AR REHRESE (FFF OTPZ B B H L iesma 4w
@b L2 I8 AT FHNRZE > 3N R FENEIBES = AP &
FRHERE L L RER YT -

XV. To minimize risks, the Applicant shall make timely password changes. The Applicant is

responsible for safekeeping of the relevant documents, the self-defined username and password,

telephone number specified for receiving SMS OTP (including Voice OTP), and other
identification tools and other login methods agreed upon with or provided by the Bank. The

Applicant is also responsible for preventing any of such identification tools and login methods

from being fraudulently used or stolen, or in any other way used by any third party without the

Applicant’s authorization.

Ty ZOARRIREASTAFOTT 3 RLZRFEECEET L9 RY
A B IF%iIE\ EBRE 77 7R e ypL

XVI. The Applicant acknowledges and guarantees that the email address provided to the Bank is used

by the Applicant. The relevant operational matters shall be handled in accordance with the following

rules:

() AFREZOAEE  FAREFRAT I RITFEB AT s R LT+
P RS VR SR R T SRR R

(I) To protect the interest and rights of the Applicant, the Bank may check if the email address
provided is the same as the email address provided by others to the Bank. The Bank may
make inquiries with the Applicant and keep relevant records thereafter.

(C) sRER- QA BEFORFH BRI LI BB HP D #ﬁkmiéﬁii%’
ZHAREMBIRLRE  FRETAFELR I EEREFRE RS
BT RLBERE AN - R R R RFRS O THEELITEFT
S RN A g
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(I1) To ensure that the email address provided by the Applicant to the Bank is able to receive
electronic documents and notifications, the Applicant understands and agrees to click on the
email verification link sent by the Bank in order to complete the procedures to save or update
his/her email address, and to undergo the procedures again to save or update his/her email,

if the aforesaid verification mechanism is not completed before the specified time period.

¥ 12-1 i% (ARFUPRAY)

Article 12-1 (Video Conference Service)

EHAREF AR > R ET IR

The Applicant agrees to comply with the regulations below when using the Video Conference Service

of the Bank:

S AP SRk R Y i SRR BT
E2FME AR PR A dfir2 §2)7 &% F [FARNIRIE o 403 B L F 7 ARPRFE S 3
BEEY P MBP R TP AR PR TR A o

I.  The Applicant declares and confirms that no identity falsification through mechanisms such as
pre-recorded videos, constructed masks, or simulated images occurred during video
conferencing, and that he/she is using the Video Conference Service of the Bank after receiving
sufficient information and without being coerced or manipulated. The Applicant who does not
agree to verify his/her identity via the Video Conference Service shall close or immediately
terminate the Video Conference Service.

INZHARERECFBRE T P B 0B ll;ﬁ%x——'ﬁﬁ F/A,\”ﬂqvufo?rrﬁ-,-
mg: AAFen R F2FHREF LA PHR > 23 L oREL  FEF o7 k2
AL PRFE o

Il.  The Applicant must log into Mobile Banking and upload an image file of his/her ID card in order

/s

to provide identification document to the Bank. The Bank will verify the identity of the Applicant
based on the information provided to the Bank by the Applicant. The Applicant could use the
Video Conference Service of the Bank after the completion of the identity verification.

‘iﬁ‘%ﬁjkiﬁﬁﬁﬂmﬁﬁﬁ%’%F@iﬁ”ﬁ%‘%f~&W§?4**%
B2 (A RFRNIRIFNARTAE L 2975 BT PHREFF TR F AT 32
AR PFTRLAZGAAAZ G AT HZ Y 4E’ﬁ izl S

Ill. The Applicant understands and agrees that the Bank may record the process of the Video

I

Conference Service via methods such as photography, voice recording and video recording, and
that the photos, voice recordings and videos represent the Applicant's expressed intentions and
therefore are bound to the Applicant

Eo 2N AR R AR RRASAERET A & FRARRGE ST g2 R fld R 2
AP 7R FRFARNIRIZNG 2 é_ii;}b&é@ﬁ%% LI a2 " PR k2
mELEE FARBHEOA( DT THREH B L2 R

IV. If the Video Conference Service is disconnected or the service connection cannot be established
due to bad network service signals or poor connection quality of the Applicant’s mobile devices,

the Applicant shall be responsible for all network transmission charges generated for using the
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video conference equipment. However, if the Bank's system is responsible for such errors, the
Bank should assist the Applicant to correct the errors and provide any other necessary assistance.

CEHA R ARMIRAFAr B L RAIEF 0 N AR AT e R F A RERTE
fShB2 FEivE o

V. Should disputes occur during Video Conference Services, the Bank will address the disputes

[ S¥)

based on the records saved by the Bank computer system, and the Bank reserves the right to

investigate and audit after the incident.

F 12-2 0% (3 L4407 A G FER)

Article 12-2  (E.SUN Bank Facial Recognition)

EHARF FY R LT AGIRERE > B2 A R 2 ARt g 2 (TR KR

EEFRET P R- PARFHEE IR - A% TRLERE T AR I

When applying to the Bank for E.SUN Bank Facial Recognition, the Applicant shall use his/her own

facial features to set up the bound mobile device. Each ID Number may only be registered for the

facial features of one person. The Applicant agrees to comply with the following regulations of the

Bank:

- AN ERERAFEF I LAFAGIEREL o R L T FEEFF ARG m R AR
BEE)NLE I RAAEEEL FHEEL) URPREE AL E 9L 2 A% E
Brg iz gy oo ¥ ﬁ’g‘ FHRIE RS 0 oA A BEFEEITE o

I.  When registering for E.SUN Bank Facial Recognition through Mobile Banking APP, the
Applicant agrees that the Bank may collect the Applicant’s facial features and photos through
the mobile device (e.g., front camera, etc.) or other external devices (e.g., cameras, scanners,
etc.) by means of photographic recording. The applicant shall meet the detection requirements
before completing the registration of E.SUN Bank Facial Recognition.

S ZHAM R R ARG IR (S WRANFFELRERE I RAF AR AR
F ‘}i;{ PR 5 LS = J[gxg/\ Hﬁ;"”""i&;}iﬁar7 * oo

Il.  Upon completion of the E.SUN Bank Facial Recognition registration, the Applicant may use the

identity verification service of the Bank; in addition, the Applicant allows the Bank to use his/her
facial features and photos for the purpose of enhancing facial recognition performance.

CEEME AL ARIRRE YRR A RENSERL FREE B L kL2 L
MR AFHCE MR TR T E AT R A I T A G FERLS > U2 J ARARHF o 2 A
BRT 2 (TR EE % AMGFEpF > WAL G2 GA AN 2GR B2 RENRFL A
RoRZOAGES AFENIREIERPFLTE 2N AP é‘f 7

I1l. In order to protect the rights and interests of the Applicant in the use of E.SUN Bank Facial

10

Recognition, the Applicant guarantees that the bound mobile device has been set up with the
Applicant's own facial features and that the use of E.SUN Bank Facial Recognition is restricted
to the Applicant after the completion of the registration and activation of E.SUN Bank Facial
Recognition. When the Applicant agrees to the use of E.SUN Bank Facial Recognition on the
bound mobile device, it shall be deemed to be the Applicant's own act or his/her legally

authorized act. The Applicant shall be liable for any damage caused by his/her violation of this

15



112 & 11 * 5=

Article.

AR LS fEANEIRIRE RLAT AR HAT R & p 70 78T AT

hy

sk

po= ;t i 2T A aé;;fz‘-,g;;?;}i o
. The Applicant agrees to cooperate with the Bank's request to update his/her facial features based
on business conditions or to update the facial features by re-registering through Mobile Banking
APP.

EHARE AGPEEE oFli (PRI RN A REBR GG GINEE L
W B TR LRI R AR R A BB AT R AR R )R S A %
BAFE S AMMpERE 2 HART AEFEE oA R T RIRLATEY 0 F
FRREEATIP B3 - MEFTHF A GEHETH -
When using E.SUN Bank Facial Recognition, if, for any reason (including but not limited
to the inability of the Applicant to provide clear facial features, change of facial features
after setting them, or recognition not based on the facial features set by the Applicant, etc.),
the Applicant's face cannot be recognized for five consecutive times, the system will
automatically terminate the use of E.SUN Bank Facial Recognition by the Applicant. If the
Applicant wishes to resume the service, he/she will have to re-register. The Bank will
provide the relevant channel to re-collect his/her facial features.

ZHANFERFTEAEY ARFRER TR B SRS R REE AT Sk
BRFESKX BIBAPRAFTUILLG ERF RFHRER  LELFEMEP -
. When re-registering for E.SUN Bank Facial Recognition through Mobile Banking APP, if,
for any reason, the Applicant is unable to re-register for five consecutive times due to the
failure of facial recognition, he/she shall log into Personal Internet Banking for verification

with his/her IC ATM card before registering again.

$136F  (HIEG T AL U
Article 13 (Designated Account Transfer, Withdrawal, and Amount Limits)

Iy

CEHARE ARG R ORF B E S N U IR AT R EE S s 5 T

WE ) g TLX RAEIE | AT

Designated accounts shall be identified by the Applicant prior to using the transfer function of

the Services. TWD transfer functions are divided into those to designated and those to non-

designated accounts.

SR TR O MEE RS TeRiE A T TR TR A ST R o

Designated accounts for transfers must be designated at the counter or online in advance before

transfer may be made.

0)%%ﬁiﬁig»%ﬁ;%ﬁkéa@ég»gﬁiﬁ&@iwiﬁ;ﬁgﬁﬁk
S LK BN PP AR PAN; ORI ORI ETE XL
g%’%ﬁ@ﬁﬁiﬂ@#°

(D) If the added designated account for transfer has the same name as the account with the

Bank, the designation will immediately become effective. If such an account does not have

the same name as the account with the Bank, the designation will become effective on the
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second following day. If the designated transfer account is in an abnormal state such as a

warning account, the Bank may refuse the application.

(Z)Heg = Tad | A OT2 @ AR 2 A 2 LR S —*Ff C PE AR R A

PR RS SN R S SR I

(1) If the designated transfer account added online for the first time is an account in another
person’s name, the Applicant must activate the function via counter prior to add transfer
accounts online.

(Z) 5 - BHESS p R FEIUFSATENT @F A (2 h 0 fIE 2 6355 ) 4o

R rES LR FEES 0TI ENTRIRG ARG ATE R B F A UE -

(1) The maximum daily outward transfer to each outward-transfer account shall be NT$2
million (calculated in addition to automatic transfer). If the designated transfer- receiving
account is opened with the Bank, arrangements may be separately made at the counter for a
daily limit higher than NT$2 million.

TR RFANTRERBFAIRIFS B A RBRAFTY GRE 2R HHARBIR

REEF AR AR E B BAE A AN R RES R T HE

[11.  Online access to non-designated account transfer must be activated via counter application

10

or Personal Internet Banking. Furthermore, SMS OTP, verification through the Bank's

bank card and card reader or other verification method agreed with the Bank is also

required to process the transfer.

()42 XAtk L5F T, ¢ AL RS RS LA R FILAS EE Ut ¥
RESATR L A 5P AARER R YT AR AR AR 5 AR
BB URFATE NI AF -

m If the Applicant’s account is applied via counter application, the limits for “non-
designated account transfers” from a specific account are NTS$50,000 per
transaction, NT$100,000 for the combined transfer amount per day, and
NT$200,000 for the combined transfer amount per month.

(E)drz HAte e 3 gt e » LN TGV HEALET FHE S B P e iE

(1)  If the Applicant’s account is a Digital Account, the limits for” non-designated
account transfers” please refer to” Digital Account Opening Special Agreement”.

(2) 402 G A SFRB 20 UEE U 7 F AR ¢ R UR -

(111)  If the Applicant intends to increase the transfer limit for “non-designated account
transfers”, the Applicant may submit an application online to increase the limit.

B HART FRAFPRERARFRFARETR IR FFGRFET > T - R

EYAKB R UFS R EAME AN AN 5 EHEE p AP REERD UR: £ 074

MEF AR F - EEE D BF AR UL SEAMLETRE AN HARRE

o P ERFRAUFHY F - REF P AVRAEEFIYFIFEMENEIRTIAE

F oA AP REERURE REMLRTRERE -

IV. Where the Applicant uses mobile banking to reserve a cardless withdrawal serial number

for cardless withdrawal combined with facial recognition withdrawal, the limit on a single
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withdrawal from each account is the equivalent of NT$30,000. The daily combined limit
for withdrawals from each account is the equivalent of NT$30,000. The monthly combined
limit for withdrawals from each account is the equivalent of NT$200,000. Where the
Applicant uses facial recognition withdrawal combined with IC ATM card withdrawal, the
daily combined limit for withdrawals from each account is the equivalent of NT$150,000.

The monthly combined limit for withdrawals from each account is the equivalent of
NT$200,000.

% 13-11% (QRCode i} 7 4= 3%)

Article 13-1  (QR Code Smart Pay)

28 g g Y 5 QRCode if Ao kit i o B S T AT

The Applicant agrees to comply with the following terms and conditions of the Bank to apply for the

QR code Smart Pay function:

-~ MRIFEUR D RAREH o

I.  These services are only available to natural persons.

S 2 A* QRCode f FACAIRAE > B R AR Y P AR ERAEETE Aok 2H
PF Y AR U R EATAR 15 H A (HRN PR/ UL -

Il.  The QR Code Smart Pay service is calculated as part of the spending limit for the bank card; and

the total amount of spending per day per account shall not exceed the equivalent of NT$150,000

(aggregate sum for domestic withdrawals, overseas withdrawals and overseas Smart Pay

transactions).

AR R AEGUESE > TRE29A R AR QRCode if B AriF i 0 2 g4

REG S Pay R 2 B FE RPN 0 R HR 2 3B 7 QRCode i B v Ak o

Ill. Agreeing to the terms and conditions of the Agreement shall be deemed as the Applicant

/s

I

agreeing to use the QR code Smart Pay function, and as the Applicant agreeing to present the
account payment code to process QR code Smart Pay at merchants accepting Taiwan Pay.

z o~ 2 Ak F QRCode i FdvatF i 0 ENEHAFT R ITANEFTHEF 0 Aoz (SEEAT
B b o FRARANR T A R B PRI o

IV. The Applicant may deactivate the QR Code Smart Pay function via Mobile Banking settings,

and may activate the function in the same place when later needing to use the service.
~f KR A

f
Notice for Users

(-) F** QRCode i} Firirs i @ B F A HtE s Ao B2 R R EHFL B
FE R SARIER LE > MRIBTRRZEEF o
(I) As the QR Code Smart Pay function is linked to a deposit account with the Bank, if the

linked account is suspended, frozen, or has an insufficient balance, the Services cannot be

<

used.
(=) QRCode i} ¥ drzc# i #rA4 112 QRCode F*t 5 A 4ap d £ % T4 o drag
3
Wy B 2 AT o

(11) The QR code generated by the QR code Smart Pay function must be used to complete the
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payment process at the merchant within five minutes; payment will be unsuccessful if this
time limit is exceeded.

E)zH¥rzgpiia P#E{“K?—f’? BEPRFET o ¥ G B EAm L > TR TR
73K {E‘*ﬁkj ? EFRHM o 2 HNAENREZ FRITAABFEREYR L
PERFLIFT AT T R I FEPEGBEFEFE T FE R i\i °
weF A 2 ?E’}BWAMKW?+% BEEPRAAT L gk o i P
A2HAFEBERPE R TEFREZAE RFA D L FELT e

(1) The Applicant must apply for a mobile phone barcode on the e-Invoice Platform, and

confirm that the correct device information is entered in the Mobile Banking interface. The
Applicant may present the payment code and simultaneously store the transaction
information via e-invoice at the supporting merchant, or present an e-invoice barcode for the
merchant to scan and store the e-invoice. When inquiry into uniform invoice lottery winnings
is needed, please go to the e-Invoice Platform to make such inquiries and to collect any prizes.
The Applicant shall be responsible for any losses from not being able to collect prizes due to
incorrect use of the mobile phone barcode.

(z)zHripaikLfF %«“%‘Pw*f‘é%ﬁ}% BEFEFAE S RUIRBN F RN T

FEANTE AP FRGLEHE > gk * QRCode i} B Avii i o
:L:—a)i,a FRmihAE 4o g MEZPN B M BPIEIRE

(IV) The Applicant understands and agrees that the Bank may adjust or change the content of
services or terms and conditions based on business needs and actual circumstances. If the
Applicant continues to use the QR Code Smart Pay function following the Bank making any
adjustment or change to the content of services or terms and conditions, such usage shall be
deemed as agreeing to the adjustment. The Applicant must deactivate the service if he/she
does not agree to the terms and conditions.
AT JRET R ArEtiE 7 QRCode /}3 P Ao A E o ’?f’f [ - 81 ‘f 'I?‘/\X/‘Fi

(s z IEZ‘?’*?I%'*’?{-E/A\?*WJ‘ Lk ETRE BMARRELERIETI) O EILE LK 2 o
P TR AT NP R k4 TREEE S 2
4 2R R EBE 74 4 K FE o
The Applicant understands and agrees that the Bank may collect, process, and use personal
information (including but not limited to user identity verification, transaction amounts, and
payment account) obtained from the QR Code Smart Pay function, and may provide the above-
mentioned data to the Financial Information Service Co., Ltd. within the reasonable and
necessary scope. The Bank shall fulfill its notification obligation in accordance with Article 8 of
the Personal Data Protection Act and the Bank's personal information notifications.

AAeBFAFRF2 AL HE 0 Be BOF R BHF Lo LR 0 2 @t ie

v F T RERMEGZ R 2 AT BB AEGE R L L 2 MR

NI T8 1 4

7T o
In the event of any dispute between the Applicant and merchant, the Applicant shall seek
resolution via the merchant's dispute settlement mechanisms. The Applicant may not use this as

cause to request that the Bank return the paid proceeds. Also, the Applicant may not claim against
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the Bank for any transaction-related disputes with the merchant.

% 14ix  ((P®R A PRIE)
Article 14 (Foreign Exchange Trading Services)
- SRR MRS NIRRT E R E S G IR A REL - 3 2 -
FEp 2 EEGF I RE RIS
I.  The Applicant accepts that each credit/debit accounts for foreign exchange transactions via the
Services shall be specified at the counter prior to such transactions. The daily transaction limit
of each individual account is subject to the Bank's regulations.
SR ARSI E AR S ?*E—H'—Ff TR TA s AL F AR éﬂ’é’—“'—*ﬁ ’
LY EIY PED A P A Ao
Il. If an account designated for transfer has the same name as an account with the Bank, the
designation will become effective immediately. If such an account does not have the same name
as an account with the Bank, the designation will become effective on the second following day:.
ALY PEUEE ORERER oT L
I1l. The Applicant accepts the following transaction limits and service hours:
() REFRIFED A
() The transaction amounts are cumulated on daily (business day) basis.
Tl F o R P PRHLR CHRGETR RS EE N hr o ATE N S A R L
poEEEE ) § PR AR E P ATERR S SRR R
T ATA MR 2 s 3 AR PayPal 2038 % ~ ATE R SN2 AR G A Y
FERE AR R ARIERAFER A FER AR PR -
1. The transaction amounts in foreign currency buying (buying foreign currency with

/s

I

TWD, transfer and outward remittance of foreign currency settled using TWD deposits)
and selling (selling foreign currency deposits and deposit into a TWD account, inward

remittances in foreign currency sold and deposited in a TWD account, withdrawal of
PayPal funds for deposit in a TWD account) conducted by the same depositor on the

same business day are separately calculated, and the amounts will be accrued to the

transaction limits on buying and selling foreign currency on the same business day.

For the transactions conducted on non-business days, the transaction amounts will be

accrued to the transaction limits on buying and selling foreign currency on the next

business day.

- BT R FEPIPLRT LA (FAEE BN RATE o ) B
RBFRLAHTE P E PR E R LR AT P
- FEPRERE RUEEILHAR

2. The transaction amounts in foreign currency transfers (in-house transfer, outward
remittance, and inward remittance) and foreign currency exchange (excluding TWD)
conducted by the same depositor on the same business day are separately calculated,
and the amounts will be accrued to the transaction limits on foreign currency transfers

and foreign currency exchange (excluding TWD) on the same business day. For the
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transactions conducted on non-business days, the transaction amounts will be accrued
to the transaction limits on foreign currency transfers and foreign currency exchange
(excluding TWD) on the next business days.

() R/ AROFEAT ORI PRI EZ R FCARIS EFLETE S RT
ﬁﬁwﬁ#i% &é1+w&yrﬁ%§’igﬁﬁ@%&iw’ﬁﬁﬂﬁ"
B AE VIS LY EREIEE 4o AER S ERE AT VIR A 2 WP
FHE o

(I1) The limit on transactions of buying and selling foreign currency (involving settlement in
TWD) is total calculated for transactions conducted at the counter and through digital
channels. The limit on foreign currency transfers and foreign currency exchange (excluding
TWD) is total calculated for transactions conducted through digital channels. The transaction
limits shall be in accordance with the appendix. Foreign exchange transactions exceeding
the limits may be directly applied for at the counter. Any adjustments shall be handled

according to the Bank's explanations within the automated service system.

(E)W%“M‘Mwﬁﬁﬁﬁﬁﬁ%* KIFRERF L 2P 24 ) P> i miz = fE
E B Y EPE P ORIFRERF L 09:00-17:000 h# x5 b ¥ £p g P A\IFB$F? z
(W%WB-%°%%%ﬁ%<¥’?ﬁuiﬁﬁﬁmﬁmﬁt%’%ﬁ@dﬂsﬁ
FRE o

(1) Transactions of buying and selling foreign currency, foreign currency exchange (excluding
TWD), and foreign currency in-house transfer can be conducted 24/7. Outward remittance
and inward remittance can be conducted from 09:00 to 17:00 on business days, while foreign
currency time deposit can be conducted from 09:00 to 23:00 on business days. Except for
inward remittance, any other transactions applied outside the said period will be regarded as
scheduled transactions and be conducted on scheduled date.

AR ARG P FARRARANELAE L RA(RREA )R- 32 - FEPRAHFTR
[ AR EFRAE R EATERT L H A AR N R PR AL AR XA UENE
2 .

IV. When a minor, a natural person under the age of 18 bearing National Identification Card of

R.O.C., applies for foreign exchange service through the Services, the cumulated amount of

buying and selling foreign currency should be less than NT$500,000 in a single business day.

Once such an Applicant turns 18, amount limits are subject to the Bank's regulations for Taiwan

natural persons.

ZHARIY AR R EBA R FRNRRYLESML T R A gD
ﬁySWET?%‘?%A#Q4$4Wiiﬂ{1ﬁi§ﬁ4%%o

V. When applying for outward remittance services online, the relevant operational matters shall be

Iy
’

handled in accordance with the following rule of “Application for Outward Remittance”, and

the Applicant agrees to the Bank's use of SWIFT to transfer the remittance to the designated
credit account on the application date.

AN A R AR L KIFREF  — ,u}% T 2 ek LR % FEAR D P

% R B N 2 %*"%ﬁ%d%$%1,kﬁﬁﬁﬁﬁﬂ%ﬁﬁhﬁ‘mwﬂ

21



VI.

VII.

AN

VI

&~
v

XI.

112 & 11 7 5%
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The Applicant agrees that the exchange rate applied to this transaction will be subject to the
Bank 's real-time quoted rate. The Bank may, depending on the actual market status, adjust or
temporarily cancel the quoted exchange rate; Internet banking discounts may be canceled due to

market fluctuations, Taipei or international market(s) closure, or Bank’s policy.

DA ENRIFNEL S Eﬁﬁg—g:f—ﬁr’a VIR RAEMT  BARRAFERS
RWFEB e AR T L AR AT E- TE o F R RS
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The Applicant must truthfully declare the amounts and nature of each foreign exchange
transaction using the Services, and must use electronic signatures for declaration if the
cumulative amount of foreign exchange transactions via Personal Internet Banking and Mobile
Banking reaches NT$500,000 or a scheduled transaction reaches a certain amount. The
Applicant shall be responsible for any false declarations or incorrect information.
ﬂﬁ&k%%?ﬁﬁﬁﬁﬁﬁimﬁﬂ%dgg’ﬁﬂaﬁagg B R bR bR
et A2 BV RE s RS TORRRERALT 2 o

.The Applicant agrees that after using a mobile device for foreign exchange transactions, the

computer version of the Internet banking shall thereafter be used for inquiries and printing out

transaction certificates or Declaration Statement of Foreign Exchange Receipts and

Disbursements or Transactions.

PR ARERBEL THEHALAREFETZ R P F AH 29285 K4
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The Bank is not responsible for information which is sent without following the required

procedures. Moreover, the Bank is not liable for any errors, omissions, or repeated delivery of
information caused by the Applicant.
FAFARFAAERELZ VB 29X f 2 F > 2 9ANRES 7 &
o2 TR BEGZRE Y > A FRK

The Bank may charge the Applicant any additional fees incurred when executing this service
and the Applicant shall pay such fees immediately upon receiving the Bank's notification, and
shall raise no objection.
COEHARAFERIY RS e RN AR R PHARATIEL -

The Applicant agrees that when applying online for outward remittance to/from mainland China,
the application shall be processed in accordance with the regulatory requirements of the

competent authority.

%1515 (2% %)
Article 15 (Transaction Verification)

FERELAL AR R L B A 2 PSS R
Wodrd 2R BT A2 pAr LT PR MR FEE S THEAHBL G

TE FAP o
For every instruction processed, the Bank shall notify the Applicant of the outcome via electronic
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documents. The Applicant shall verify whether such outcomes contain errors. Any
inconsistencies must be reported to the Bank within 45 days after the transaction is completed,
by e-mail, phone call, or by other method as agreed, for further investigation.
FARYEIHZGANES 922 FF 23R 94 10 22 5 HikE ('f,ért o+
HHEH b B HREZ R AR F ) P AT

The Bank shall deliver a statement of transactions conducted in the previous month to the
Applicant on a monthly basis using methods agreed upon by the two parties (except for credit
card statements, no other statements shall be delivered for months where no transactions took

place). Details are described as follows:

C)FEPFLBEEPREFILHEE > FFA T ﬁr?%}%ﬁgt 2% 4 ;U; % 1R
dﬂ.,z"gi"il’_glfi”‘r'%illfﬂx i«\,r‘]; irﬂ‘?%%‘gﬁﬁ#"% ]:'E}hﬁ_?_ %J?
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(I) A statement of transactions shall be delivered before the tenth business day of each month.
The delivery date may be pushed back further if the Bank is unable to operate due to reasons
not attributable to the Bank or owing to force majeure, the working days required for
preparation works are insufficient, or the schedule required for data verification is affected
by system-related factors.

(5) 2O AP dosns L P HRE TR TR G BFE o B et L pAze ST PP
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(I1) The Applicant shall verify all items listed in the transaction statement and report any errors
found by e-mail, phone call, or by any other method in written format within 45 days after
receiving the statement.

P29 2idr grEiEFag i addfgiizpeeztpp o BB 42
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The Bank shall immediately conduct an investigation upon receiving the Applicant's report. The

Bank shall inform the Applicant of the outcome of the investigation via electronic document

within 30 days after receiving the report.

ZHAENHEEL SRR PAHEFA AP AAEE  TERT AR S B
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The Applicant agrees to receive or inquire about transaction results using the following methods:

ATM inquiry, Telephone Banking inquiry, account statement via fax, Internet Banking inquiry,

account statement printed online, passbook update with the Bank or electronic documents sent

by the Bank (in cases where the causes of a delivery failure are not attributable to the Bank, the

document will not be resent), or any method agreed upon by the two parties.

F16iF (%5 % R4pg2 Agm)
Article 16 (Responding to Errors in Electronic Documents)
CEHAJ ARTE e H R I BFRFTEFEF 22T A2 S TR
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I.  If the Applicant encounters any errors in electronic documents that are not attributable to the
Applicant, the Bank shall assist the Applicant in rectifying the error and offer other assistance as
deemed necessary.

SRR FVETR R AL A A IR AR TERN > 2L X R
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Il. If the above errors are attributable to the Bank's mistakes, the Bank shall rectify such
immediately upon being informed, and simultaneously notify the Applicant of such errors via
electronic document, telephone, text message, or other agreed methods.

. iﬁkﬂ?imﬁfﬂm+éﬁﬂﬂ$?%vﬁ*»idm§4%;ﬁ’¢%fﬁ
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I1l. In the event that, during use of the Services, the Applicant transfers funds into the wrong

I

account or in a wrong amount, such as by entering an incorrect bank code, account number,
or amount, the Bank shall provide the following assistance immediately on being notified
by the Applicant:

(-) BHppHE L REZLII 2P w2 PHTH -

(1) Provide details relating to the transaction to the extent permissible by law.

(2) i » R84 R -

(IT)Notify the receiving bank for assistance.

(2) ¥ 4R AL -

(111) Report the results.

FITiE (D52 B2 b ppaT )

Article 17 (Authorization and Responsibilities Associated with Electronic Documents)

- FAEAZOABREFTREIH DR RS EERE -

. The Bank and the Applicant shall ensure that all electronic documents transmitted to the other
party are legally authorized.

S FEEZANERG F AR AL R
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Il. If the Bank or the Applicant discover any misuse or theft of username, password, certificate,
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private key, or any unauthorized conduct by a third party, the Bank and/or Applicant shall notify
the other party by e-mail, phone call, or in writing to suspend the use of the service and take
necessary precautions.

o AEREE T JFE AR IR P2t D FHEEF o TAE-
'T%‘ﬂi—ﬁ PR gt

I1l. The Bank shall be responsible for the outcome of the third party's use of service before the notice

is received. This however excludes any of the following circumstances:
C)FARBEPZOA G AL NER o
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(I) The Bank is able to prove that the misuse is due to the Applicant's intentional or negligent
act.
C)FFERF2ELOTEPHEHTHENEE S48 LT p ol 945 FRFd (e
A R AN E i’(ﬂ/ztg%‘f'—?:lz s G Ed B pAeEe LT p o fg% 73 &
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(I) The misuse happens more than 45 days after the Bank transmits transaction data or an
account statement in the form of an electronic document. However, special circumstances
(e.g. long-distance travel, hospitalization, etc.) where the Applicant is unreachable for
notification in time are excluded from the above rule; in such cases, the 45-day period begins
from the day the special circumstances end, unless the delay in notification is caused by an
intentional or negligent act of the Bank. The Bank shall bear the costs of investigation into

the misuse and theft described in Paragraph 2.

5 18i%  (F I k% )
Article 18 Article 18 (IT System Security)
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The Bank and the Applicant must ensure the security of their own information technology

systems, and take appropriate measures to protect records and personal information from

intrusion, illegal access, theft, alteration, or destruction.

“EAHﬁﬁﬁ#aﬁﬁiﬁgﬁm f%?msm7ﬁWaé»ﬂ$ﬁ¢xi@%e
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Where there is a dispute over whether the Bank's protective measures have been breached or its

security weaknesses have been exploited by a third party, the Bank is responsible for providing

evidence proving that such incidents did not occur.

FIACBRFATRARE QA E I 2HT ] FIFLE

The Bank is liable for compensation of the Applicant for any damages ensuing from third-party

intrusion into its information systems.

% 191F (%% &I
Article 19 (Duty of Confidentiality)
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Unless otherwise regulated by law, the Bank must ensure that the electronic documents
exchanged with the Applicant and any information obtained while offering the Services under
the Agreement are not disclosed to any third party, and nor can they be used for purposes
unrelated to the Agreement. If the owner of the information has given consent to disclose such
information to a third party, the third party must be made to comply with confidentiality

requirements stipulated in this article.
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A third party's failure to comply with the confidentiality requirements is considered a violation
of the Bank's obligation to inform.

%200 (FTRE )
Article 20 (Damage Compensation)
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The Bank and the Applicant agree that any delays, omissions, or errors in transmitting or
receiving electronic documents in accordance with the Agreement, which give rise to damages
to the other party, shall be compensated by the party whom the cause is attributable to.
FHARRBERARHA T GAEFFHEL 2 NEF X ARIEE Fl2 A %0 4T
PGl DA R EHBE2Z AL  FARERFTEFPRTP IEBB/E YL EFFHE
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The Applicant agrees that all the actions taken as a result of logging into the Services using the

{\,

correct password or a method agreed to with the Bank shall be deemed to have been taken by
the Applicant or a person authorized by the Applicant. The Bank may execute any instructions
given with the use of a correct password or a method agreed to with the Bank without
having to make certain whether the password has been used by the Applicant or an
authorized person. The Bank shall not be held liable for the Applicant's losses arising from
fraud or authorized or unauthorized use of the Services. The Bank shall be held liable for
losses caused by unauthorized use of passwords as a result of the Bank failing to exercise due
diligence in the management of its information system.

fqﬁ T2 B4 TR ﬂ o B EHFZ AR ZRFEHE AT AR RRE Y
ZAZFALREARATRIGFAUEG AHEPIREFTLTA 2 TR FRERAE B
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Unless due to negligence attributable to it, the Bank shall not be held liable for mistakes or delays
arising from the Applicant's use of equipment and its systems, telecommunications malfunction,
or a third party's negligence, or for direct, indirect, or other losses caused by any Bank services.
FHE AR RIS EEPHLA AFTEF > 294 R BV 2 e ERBAR T
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If the system is temporarily out of service and the Applicant is unable to process or inquire about
data, the Applicant shall inquire regarding how to access the required services via other methods,
such as telephone, the Bank's voice portal or ATMs. If the Applicant fails to do so, the Applicant

shall not refuse to fulfill his/her obligations arising from the use of the Bank's bank cards, credit
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cards, or other services using said temporary suspension of service as an excuse.

FHOAR R ED FAE D R BN FREZHHE iR Y 2N )R AR
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V. using the software it provides (e.g. apps). The Bank shall not be held liable for losses

%]
’

sustained by the Applicant as a result of personal information leakage resulting from using
the Services through means other than the Bank's official website or software. Nevertheless,
the Bank agrees to provide necessary assistance.

ACEOAR R BN EPAFREE AL T WG R ﬂiPRiZN FHAFTFRT B =
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VI. The Applicant agrees to use a private mobile device or other Web-accessible device to use the
Services. The Bank shall not be held liable for losses sustained by the Applicant as a result
of information leakage due to the use of third-party or public Wi-Fi. Nevertheless, the Bank

agrees to provide necessary assistance.

52108 (3 7 4d)

Article 21 (Force Majeure)

FFP P A A TFI N LR NRE TR TN BUES FARIIEARLEY > §
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In the event of force majeure or a cause not attributable to the Bank, the Bank shall not be deemed to
have breached the Agreement for non-performance or delayed performance of the Services, and
therefore is not liable for any compensation.

Force majeure events refer to natural disasters, strikes, shutdowns, limitations imposed by

government regulations, or any other events beyond the Bank's control.

52215 (edkins)
Article 22 (Record Keeping)
- P ERZOARFEEI IR AT RS T RAFE BT R .

Both the Bank and the Applicant shall retain all electronic documents that contain trading

instructions. Both parties shall also ensure the authenticity and integrity of the retained records.
CFEHR RS T REF L VP EAZLATEB Fr PRI LT A el
BiELF RE iTFL)LF] » R H %{0

I.  The Bank shall exercise due diligence in managing the aforementioned records. The records

shall be retained for at least five years, or for a longer duration if otherwise stipulated by law.

$230F (FHRZHEZ BB
Article 23 (Supply of Information and Confidentiality Agreement)
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The Bank owns all works and data on the website, including but not limited to text, pictures, files,
video, copyright, patents, trademarks, trade secrets, other intellectual property rights, ownership, and
other rights. Unless otherwise agreed upon in the Agreement or written authorization is obtained from
the Bank in advance, the Applicant may not reproduce, transmit, modify, edit, publish, or use the
works or data in any form or way; otherwise, the Applicant shall be liable for compensating the Bank

for any losses the Bank sustains (including attorney fees and business reputation damage).

52415 (@ F < 22%d)

Article 24 (Efficacy of Electronic Documents)

FAZZOARANTIREEGZ AT 2 RAZYIH2Z T I Hoxd E g2 2
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The Bank and the Applicant agree to use electronic documents as a means of transmitting instructions.
All electronic documents exchanged according to the terms of the Agreement are equivalent to

instructions issued in writing. This excludes any circumstance where laws have regulated otherwise.

52518 (LB EH)

Article 25 (Termination of the Agreement by the Applicant)
ZHARERR LAY ERARP SRS TN

The Applicant may terminate the Agreement at any time, provided that the termination request

is made in person or via any method agreed upon by the two parties.

5260 (F 781 EY)

Article 26 (Termination of the Agreement by the Bank)
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The Bank shall notify the Applicant in writing at least 30 days prior to the termination of the

Agreement. However, in any of the following circumstances, the Bank may terminate the

Agreement at any time in writing, by e-mail, or a method agreed to by the Applicant and the

Bank:

- ZHAREFFRI AT HZ RIS EBEEF =L F -

I.  The Applicant has assigned rights or obligations of the Agreement to a third party without
the Bank's consent.

COEALAWHT ARBARE CFRE] 3 U R £ LA ERT S
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II. The Applicant is found to have engaged in the following intents: using the Services to access

1y
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data that is not owned by the Applicant, or other misuse of the Services abnormal
transactions of substantial amounts or frequency, or destructive or inappropriate behavior
involving the use of simulation programs, Trojan horse programs or virus programs.

R EHARBAZ R ARSI AAS Y R E R BT RENEH L - FERA

F o

A
I11. The Applicant declares bankruptcy or is declared bankrupt according to the Bankruptcy

Act, or undergoes debt rehabilitation or liquidation according to the Statute for Consumer
Debt Reform.

p i.&fj&iiﬁﬂx—%.ﬁj’ﬁ*;ﬁ%i”ﬁ—'-{,fﬁiiﬁ.iﬁ°

IV. The Applicant violates Articles 17 to 19 of the Agreement.

I~ FHAGF ﬂn?,.f.?qiii.ﬂ.?qi’.3§:l’é!.%'ﬂﬁﬂéfc%i%—ﬁ°

V. The Applicant is in violation of other terms of the Agreement, and has failed to rectify

within the timeframe specified by the Bank after prompting by the Bank.

52715 (R XHig37)

Article 27 (Amendments)

AEOYHAF B AHPIF > FEANT A TS URFIANFE Y EF A e 22
oA rEE AL pAT pp (?JL‘P“ » )7 F_g?i;k ' R B P\-"?&?z@;ii\"iﬁi”
HF o LTAFERAT R BNRLEFRL f»B At PpmuE e AT FEEAE L Y
G R GAE N TR AT I MR ES YR A UEFR R FRP AR A
AMENHZP FEADR 2L ERRLEAL YA L n BRI A wf FhLR Y
A AN RN R R AR KGR Bt A AR

If any changes are made to the terms of the Agreement, the Bank shall notify the Applicant of

it

such changes either in writing or in a prominent way at the Bank's place of business or on its
website. After the notification of the Bank, the Applicant shall be treated as having consented
to the change(s) if no objection is raised within seven days following the delivery of the written
notification or the date the notification is made by other means, whichever is earlier. For the
following changes, however, the Bank shall notify the Applicant in writing, by e-mail, or a
method agreed to by both the Bank and the Applicant at least 60 days prior to the effective date.
The notification must include detailed descriptions of the changes, comparisons of the original
and revised terms, and effective date in a clear manner, informing the Applicant of his/her right
to object and notify the Bank to terminate the Agreement before the changes take effect. If no
objection is raised by the Applicant before the effective date, the changes are considered
accepted by the Applicant:
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Changes in the method of notifying the other party in cases of theft or misuse of username,
password, certificate, private key, or any unauthorized conduct.
SR PR T LT

I.  Other matters stipulated by the competent authority.
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Article 28 (Delivery of Correspondence)
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The Applicant agrees to use the address specified in the Agreement and the e-mail address provided
to the Bank as the mail/e-mail address for future correspondence delivery. If there are any changes,
the Applicant is required to notify the Bank in writing or by the electronic document specified by the
Bank. By sending this notification, the Applicant agrees to the use of the updated address/email
address for future correspondence delivery. Up until the Applicant notifies the Bank of any change in
the delivery addresses in writing or by the electronic document specified by the Bank, such change
shall have no effect on the Bank, and the Bank may consider the address specified in the Agreement

and the e-mail address provided to the Bank by the Applicant as the delivery addresses.

$2915 (EL )

Article 29 (Applicable Laws)
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The interpretation, validity, performance, and other matters not specified in the Agreement shall be

governed by the laws of the Republic of China.

$305 (£ 1R 4B)

Article 30 (Jurisdiction)
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The Principal agrees, except as otherwise provided by law (including but not limited to Article 47 of
the Consumer Protection Act, Article 436-9 of Taiwan Code of Civil Procedure, or other provisions
of exclusive jurisdiction), disputes arising from this Agreement shall be submitted to the jurisdiction

of Taiwan Taipei District Court as the court of first instance.

$316 (40

Article 31 (Headings)

AEGLOER T L BAEE LS (2P B RREAT LKL T TRES B
The headings used in the Agreement are only for convenience and do not affect the substantial

meaning and interpretation of the terms.

$321F (ZHATH)
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Article 32 (Agreement copies)
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There are two copies of the Agreement, separately kept by the Bank and the Applicant.
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Appendix: Foreign Currency Transaction Limits for Personal Internet Banking and Mobile Banking
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I.  Limit on buying and selling foreign currency (involving settlement in TWD): The transaction

limits below are the totals calculated for transactions at the counter and through digital channels:

Individual ,including

foreigners with

Less than the equivalent of
US$250,000 (Note 1)

Less than the equivalent of
NT$500,000

B A R LT

[ER 3 SRS

e . 2t k*iﬂ
- B T Non-business
Business day 4
ay
00:00-09:00 00-00-24:00
sy 9:00~15:30 15:30-24:00 -+ 3) (Note 3)
£l ote
Identity (7 2) (Note 2) F
BrERBETE- | AEREIE B FCE] s s 50 5~
£ 2 2ERE )| ]) « than the cc

FEEBE L2585~ AZEEAMER S0~ A E @It
N7 ~ 78 « 4y | Personal Internet Banking: | Personal Internet Banking: i 5 ¥
Companies and | Less than the equivalent of | Less than the equivalent of || oos  than the
business firms US$250,000 NT$500,000 equivalent  of
R AEREATERS0F ~ INT$500,000
Mobile Banking: Less than the equivalent of NT$500,000
PRI N
Non-resident AEFEATERS0F ~
A E A Less than the equivalent of NT$500,000
Minor
Grl) AEFEEE25F AL CHBREMPE U LRI RIFAT I LURLL £
e

(Notes 1) “Less than the equivalent of US$250,000” applies when a transaction is conducted through
digital channels,. “Less than the equivalent of NT$500,000 applies to all transactions, either

conducted at the counter or conducted through digital channels.

() Fy¥

- p 00 : 00-09 : 00 &

HER/PARAEER S AVRAERENL T 50T ~ -
(Notes 2) “Less than the equivalent of NT$500,000” applies to transactions of buying and selling
foreign currency which conducted within 00:00-09:00 or 15:30-24:00. The transaction amount

will be accrued to the transaction limits on buying and selling foreign currency conducted at the

counter or through digital channels on the same business day.

(3)

b
-F

1513024100 2 B/§ RS o EHPF P RIRE T
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(Notes 3) “Less than the equivalent of NT$500,000” applies to transactions of buying and selling
foreign currency which conducted on non-business day. The transaction amount will be accrued
to the transaction limits on buying and selling foreign currency conducted at the counter or
through digital channels on the next business days.
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Il. Limitations on foreign currency transactions (excluding TWD): The transaction limits are the
totals calculated for transactions through digital channels. The cumulative amount of in-house
transfer, outward remittance, inward remittance, and foreign currency exchange conducted by
the same company, business firm, group, or individual (including minors and non-residents) may
not exceed the equivalent of US$250,000 on the same business day. For the transactions
conducted on non-business days, the transaction amounts will be accumulated to the limit on
foreign currency transfers and foreign currency exchange (excluding TWD) on the next business

day.
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