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XVIIIL. “Financial Fast-ID”: When Fast-1D =
the Applicant makes a specific & °
transaction or application, "Financial
Fast-ID" verifies the identity of the
Applicant.
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into Mobile Banking before binding
it Other

operational matters should be in

to a mobile device.

accordance with the following rules:
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(IIT). The
mobile banking may only be used

services provided via
after binding a mobile device, which
is verified with voice OTP, ATM
verification PIN as a QR Code shown
at a Bank ATM, Financial Fast-ID or
SMS OTP with enhanced protection
SIM card

verification). Such services include

mechanism (such as

but are not limited to fast login, push
notifications, non-designated
account transfer, reservation for

cardless withdrawal transaction,
application for E.SUN Bank IXML
certificates, and signatures and
verification for foreign currency
transactions exceeding the limit. If
the Applicant cancels binding to a
mobile device, the Bank will suspend
services provided by mobile
banking; the Applicant must then
bind the mobile device again to re-

access the services.

(I11). The

mobile banking may only be used

services provided via
after binding a mobile device, which
is verified with voice OTP, ATM
verification PIN as a QR Code shown
at a Bank ATM or SMS OTP with
enhanced protection mechanism
(such as SIM card verification). Such
services include but are not limited to
fast login, push notifications, non-
designated account transfer,
reservation for cardless withdrawal
transaction, application for E.SUN
Bank IXML

signatures and

certificates, and

verification for
foreign  currency  transactions
exceeding the limit. If the Applicant
cancels binding to a mobile device,
the Bank will suspend services
provided by mobile banking; the
Applicant must then bind the mobile
re-access the

device again to

services.




